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,) Ăùºêù ¾z ćvITIL 

 $Information Technology Infrastructure Library#  ûv¾ĉºù ćv¾z wúþăv½ xĀ¯½w¯ ìĉ ¡wÝĒÕv ć½ÿwþå $IT #

 ¹Ā· ûwù¿wÅ ½¹ v½ ¡wÝĒÕv ć½ÿwþå ćwĄ¤·wÅ¾ĉ¿ ºþývĀ¤z w£ ºÉwz Ĉù ¢ĉ¾ĉºù )ºþĉwúý ć¿wÅ ĂþĊĄz ÿITIL  ûv¾ĉºù Ăz

 ¹½Āù ćwĄ¤·wÅ¾ĉ¿ ºþývĀ¤z ÿ ā¹Āúý ôÍw³ ûwþĊúÕv ûwù¿wÅ ½¹ āºÉ Ătv½v ¡wùº· ²ÖÅ ¿v w£ ºă¹ Ĉù v½ ûwîùv üĉv

)ºþĉwúý ĂĊĄ£ āºÉ üĊĊÞ£ ÈĊ~ ¿v Ăùwý¾z ìĉ è{Õ ¾z v½ ¿wĊýITIL  ówÅ üĊz ćwă,434  w£,440 Ăz ĂöĊÅÿ,HMSO 

ā¹wæ¤Åv )ºÉ ¾Ê¤þù ûw¤Æöòýv ½¹)¹Āz ¹ÿº´ù ûw¤Æöòýv ÿ ºþöă Ăz ûj ¿v Ĉĉvº¤zv ćwă 

 Ĉĉvº¤zv Ă¸ÆýITIL ĂÝĀú¬ù ôùwÉ ćv., xw¤í ¿v ćºö«ĂþĊù¿ Ĉùwú£ Ăí ¹Āz Ĉĉwă ć½ÿwþå ¢ùº· Ătv½v ćwă

Ĉù ÈÉĀ~ v½ ¡wÝĒÕv)¹v¹ 

ûvĀ£ Ĉù ā¹wÅ ûwz¿ Ăz ITIL ā¿Ā³ ½¹ ¹½vºýw¤Åv ìĉ v½ IT  ¢Æýv¹Ăí ¢Åv üĉv ¢ĊÞévÿ wùv I ITIL  ¹½vºýw¤Åv ìĉ

Üévÿ ½¹ ) ¢ÆĊý ITIL èåĀù Ăz¾¬£ ć¾Å ìĉ ( best practice )  Ô{£¾ù Ĉ¤õÿ¹ ćwă ¢í¾É ÿ wă ûwù¿wÅ Ăí ¢Åv

wz IT I ûw¤Æöòýv ¢õÿ¹ ½¹ ºþþí Ĉù ā¹wæ¤Åv ûj ¿v ûwÊĉwă½wí ¢ĉ¾ĉºù ćv¾z)  Ĉă¹ ûwù¿wÅ ćv¾z ûw¤Æöòýv ¢õÿ¹

 Ô{£¾ù ćwă ¢ĊõwÞå wzIT ć¾Å ìĉ I ĈĉwăĀòõv ā¿Ā³ ćwă ûwù¿wÅ ÿ wă ¢í¾É wĄýj ÷w¬ýv wz Ăí ā¹¾í Ătv½v IT  Ĉù

ºþÅ¾z Ă¬Ċ¤ý Ăz ¾¤Ąz ºþývĀ£ . 

 ûwù¿wÅ ÿ wă ¢í¾É üĉ¾¤úĄù w{ĉ¾ê£ wĄýj ¾Êý ½¹ ÿ ¢Åv ÄĊöòýv Ü«v¾ù üĉ¾¤ñ½Àz ºĊĉw£ ¹½Āù èåĀù ¡wĊz¾¬£ üĉv

 ¢í¾É üĉv ) ºýv Ă¤Év¹ ¢í¾É ÄĊöòýv Ĉ¤õÿ¹ ćwă äö¤¸ù ôĉwÆù wz ¹½Ā·¾z ½¹ Ăí ĈêåĀù ćwă ô³ āv½ Ătv½v wz wă

ā¿Ā³ ¢ĉ¾ĉºù ÿ IT èåĀù Ăz¾¬£ ć¾Æîĉ wă üĉ¾¤Ąz û¹¾í Ì¸Êù ÿ wĄýj yĊí¾£ wz w¤ĉwĄý ÿ ºþ¤Év¹ ¹Ā·   Ătv½v v½

÷wý Ăz ā¿ÿ¾ùv Ăí ºý¹¾í ITIL wĉ Information Technology Infrastructure Library ¹ĀÉ Ĉù Ă¤·wþÉ. 

ûĀþí w£ $ èåĀù Ăz¾¬£ üĉv ¿v Ă¸Æý ĂÅĂí ºĊþí ¢é¹ ITIL  Ă¸Æý ¾ă ½¹ Ăí āºÉ Ătv½v # ¢ÆĊý ¹½vºýw¤Åv ìĉ

 ¢Åv āºÉ ÷w¬ýv ô{é Ă¸Æý Ăz ¢{Æý Ĉĉwă¹Ā{Ąz) ¢í¾É ìĉ Ĉ¤ĉ¾ĉºù ¹½vĀù ÷wú£ IT  ā¿ÿ¾ùv ÿ ¹¾Ċñ Ĉù ¾z½¹ v½

ćwă ¢í¾É Ăúă IT Ăz # äÙĀù $ I ºþ¤Æă ½wí Ăz óĀâÊù ûw¤Æöòýv ½ĀÊí ½¹ Ăí  ĂýĀúý ćv¾z ) ºþ¤Æă ûj ¢ĉwÝ½

Ăùwý¾z ìĉ ü¤Év¹ I ć¾¤Êù wz Ów{£½v ćv¾z Ăí ā¹v¹ ûwÊý èåĀù Ăz¾¬£ üĉv Help Desk wĉ Service Desk  ć½ÿ¾Ñ

Ăùwý¾z ìĉ Ătv½v Ăz èåĀù Ăz¾¬£ üĊúă w£ºÝwé ÿ ¢Åv Help Desk ā¹¾í ÷vºév  )¢Åv 

 ôîÉ,  Ĉöùwî£¾ĊÅITIL  )ºă¹ Ĉù ûwÊý v½ 

                                                           
̸ www.hmso.gov.uk 

http://iranelearn.com/?p=8784
http://www.ebama.biz/#Table6
http://www.ebama.biz/#Table6
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 ôîÉ,(  Ĉöùwî£ ¾ĊÅITIL 

 

üĉv x½w¬£ ¾£¾z ½¹ ĂÅ ²ÖÅ Ĉ³v¾Õ ÿ üĉÿº£ 5ºýĀÉ Ĉù 

Á ²ÖÅ ìĉÂ£v¾¤Åv:  ½¹ üĉv ²ÖÅ ãvºăv ¡ºùºþöz ¡wùº· ć½w« ÿ ĈĉwĄ¤ĊõwÞå Ăí ¿wĊý Ăz ½ÿ¾ù ÿ ĈÅ½¾z 

ºý½v¹ ¹½Āù ć¾òý¿wz ½v¾é ¹¾Ċñ Ĉù. 

Á ²ÖÅ ĈîĊ¤íw£:  ćwĄ¤ĊõwÞå ĈÎ¸Êù Ăí Ăz ûvĀþÝ wúþăv½ ćv¾z ë½vº£ ÿ ĂĊĄ£ wĄ¤ĊõwÞå ¹½Āù ¿wĊý ºþÉwz ½¹ 

üĉv ²ÖÅ ¹½Āù ć¾òý¿wz ½v¾é ºý¾Ċñ Ĉù. 

Á ²ÖÅ Ĉ£wĊöúÝ:  ćv¾«v ćwĄ¤ĊõwÞå ć½w« ćv¾z Ĉýw{Ċ¤Ê~ ¿v ûwĉ¾¤Êù ÿ ûv¾z½wí ĈĉwĄý ½¹ üĉv ²ÖÅ ¡½ĀÍ 

)¹¾ĉ¼~ Ĉù ćv¾«v ÀĊùj ¢ĊêåĀù wĄ¤ĊõwÞå ½¹ üĉv ²ÖÅ āºþă¹ ûwÊý ûj ¢Åv Ăí ãvºăv ìĉÂ£v¾¤Åv ¹½  üĉv

²ÖÅ Ăz ĈzĀ· Ĉýw{Ċ¤Ê~ āºÉ ¢Åv. 

ITIL , formally an acronym for Information Technology Infrastructure Library , is a set of 

detailed practices for IT service management (ITSM) that focuses on aligning IT services with 

the needs of business. In its current form (known as ITIL ̷̸̸̹), ITIL is published as a series 

of five core volumes, each of which covers a different ITSM lifecycle stage. Although ITIL 

underpins ISO/IEC ̷̷̷̷̹ (previously BS ̸ ̷̷̷̼), the International Service Management 

Standard for IT service management, there are some differences between the ISO ̷̷̷̷̹ 

standard and the ITIL framework. 

ITIL describes processes, procedures, tasks, and checklists which are not organization-specific, 

but can be applied by an organization for establishing integration with the organization's 

strategy, delivering value, and maintaining a minimum level of competency. It allows the 

organization to establish a baseline from which it can plan, implement, and measure. It is used 

to demonstrate compliance and to measure improvement. (It is to be noted that there is no 

formal independent ̺rd Party Compliance Assessment available for ITIL compliance in an 

organisation, Certification in ITIL is only available to individuals and relates to their 

knowledge of the ̼ books) 

https://en.wikipedia.org/wiki/IT_service_management
https://en.wikipedia.org/wiki/ISO/IEC_20000
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Since July ̹ ̷̸̺, ITIL has been owned by AXELOS, a joint venture between Capita and the 

UK Cabinet Office. AXELOS licenses organisations to use the ITIL intellectual property, 

accredits licensed examination institutes, and manages updates to the framework. 

Organizations that wish to implement ITIL internally do not require this license. 

Responding to growing dependence on IT, the UK Government's Central Computer and 

Telecommunications Agency (CCTA) in the ̸ ̷̀̿s developed a set of recommendations. It 

recognized that, without standard practices, government agencies and private sector contracts had 

started independently creating their own IT management practices. 

The IT Infrastructure Library originated as a collection of books, each covering a specific practice 

within IT service management. ITIL was built around a process model-based view of controlling 

and managing operations often credited to W. Edwards Deming and his plan-do-check-act (PDCA) 

cycle.  

After the initial publication in ̸ ̀̿̀ï̀ ,̽ the number of books quickly grew within ITIL Version  ̸

to more than ̺  ̷volumes. 

In ̷̷̷̹/̷̷̸̹, to make ITIL more accessible (and affordable), ITIL Version  ̹consolidated the 

publications into nine logical "sets" that grouped related process-guidelines to match different 

aspects of IT management, applications and services. The Service Management sets (Service 

Support and Service Delivery) were by far the most widely used, circulated, and understood of the 

ITIL Version ̹  publications.  

¶ In April ̷̷̸̹, the CCTA was merged into the OGC, an office of the UK Treasury.  

¶ In ̷̷̹̽, the ITIL Version ̹  glossary was published. 

¶ In May ̷̷̹̾, this organization issued ITIL Version ̺ (also known as the ITIL Refresh 

Project) consisting of ̹  ̽ processes and functions, now grouped into only  ̼ volumes, 

arranged around the concept of Service lifecycle structure. ITIL Version  ̺is now known 

as ITIL ̹ ̷̷̾ Edition. 

¶ In ̷̷̹̀, the OGC officially announced that ITIL Version ̹ certification would be 

withdrawn and launched a major consultation as per how to proceed.  

¶ In July ̹ ̷̸̸, the ̹ ̷̸̸ edition of ITIL was published, providing an update to the version 

published in ̹ ̷̷̾. The OGC is no longer listed as the owner of ITIL, following the 

consolidation of OGC into the Cabinet Office. 

Overview of ITIL ̷̷̹̾ edition 

ITIL ̷̷̹̾ edition (previously known as ITIL Version ̺) is an extension of ITIL Version ̹ and 

fully replaced it following the completion of the withdrawal period on ̺  ̷June ̹ ̷̸̸. ITIL ̷̷̹̾ 

provides a more holistic perspective on the full life cycle of services, covering the entire IT 

organization and all supporting components needed to deliver services to the customer, whereas 

ITIL Version ̹  focused on specific activities directly related to service delivery and support. 

Most of the ITIL Version ̹ activities remained untouched in ̷̷̹̾, but some significant changes 

in terminology were introduced in order to facilitate the expansion. 

https://en.wikipedia.org/wiki/AXELOS
https://en.wikipedia.org/wiki/Joint_venture
https://en.wikipedia.org/wiki/Capita
https://en.wikipedia.org/wiki/Cabinet_Office
https://en.wikipedia.org/wiki/Central_Computer_and_Telecommunications_Agency
https://en.wikipedia.org/wiki/Central_Computer_and_Telecommunications_Agency
https://en.wikipedia.org/wiki/IT_service_management
https://en.wikipedia.org/wiki/W._Edwards_Deming
https://en.wikipedia.org/wiki/PDCA
https://en.wikipedia.org/wiki/Office_of_Government_Commerce
https://en.wikipedia.org/wiki/HM_Treasury
https://en.wikipedia.org/wiki/Cabinet_Office
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Changes and characteristics of the ̷̸̸̹ edition of ITIL  

A summary of changes has been published by the UK Government. In line with the ̷̷̹̾ edition, 

the ̹ ̷̸̸ edition consists of five core publications ï Service Strategy, Service Design, Service 

Transition, Service Operation, and Continual Service Improvement. ITIL ̷̸̸̹ is an update to the 

ITIL framework that addresses significant additional guidance with the definition of formal 

processes which were previously implied but not identified, as well as correction of errors and 

inconsistencies. 

Twenty-six processes are listed in ITIL ̷̹ ̸̸ edition and described below, along with which core 

publication provides the main content for each process. 

ITIL ̷̷̹̾ has five volumes, published in May ̷̷̹̾, and updated in July ̷̸̸̹ as ITIL ̹ ̷̸̸ for 

consistency: 

.̸ ITIL Service Strategy: understands organizational objectives and customer needs. 

.̹ ITIL Service Design: turns the service strategy into a plan for delivering the business objectives. 

.̺ ITIL Service Transition: develops and improves capabilities for introducing new services into 

supported environments. 

.̻ ITIL Service Operation: manages services in supported environments. 

.̼ ITIL Continual Service Improvement: achieves services incremental and large-scale 

improvements. 

Due to the similarity between ITIL v̺ of ̷̷̹̾ and ITIL ̹ ̷̸̸, no bridge examinations for ITIL 

v  ̺certification holders were created or made available for ITIL ̷̸̸̹ certification. 
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-) ivÀ«v  ćwăºþĉv¾å ÿITIL 

ITIL v. ¢Åv ćºĊöí ºþĉv¾å ªþ~ ôùwÉ.  ôîÉ- 5¿v ºþ£½w{Ý Ăí Jºă¹ Ĉù ûwÊý v½ wăºþĉv¾å üĉv 

Á $ Äĉÿ¾Å ćÂ£v¾¤ÅvService Strategy# 

Á $ Äĉÿ¾Å Ĉ³v¾ÕService Design# 

Á $ Äĉÿ¾Å ówê¤ývService Transition# 

Á $ Äĉÿ¾Å ¡wĊöúÝService Operation# 

Á Äĉÿ¾Å ÷ÿvºù ¹Ā{Ąz $Continual Service Improvement# 

 

 ôîÉ-(  ćwăºþĉv¾åITIL 

 

 

 

 

 



,+ 

 

.)  ) ¡wùº· º{Å ÿ ćÂ£v¾¤Åv üĉÿº£ ºþĉv¾å ½¹ ±¾Öù øĊăwæù ²ĊÑĀ£ ÿ ±¾ÉService Strategy 

¢Ą« ÿ ¹¾îĉÿ½ Äĉÿ¾Å ćÂ£v¾¤ÅvĂtv½v ÿ ¡wÝĒÕv ć½ÿwþå ¡ĒĊîÊ£ ćđwz ²ÖÅ ć¾Ċñ ûwñºþþí¡wùº· îõv ĈîĊýÿ¾¤

Ĉù ôùwÉ v½ đwz ¢ĊæĊíwz ĈîĊýÿ¾¤îõv Äĉÿ¾Å ìĉ û¹¾í øăv¾å ćv¾z v½¢ĊæĊíwz ¢ùº· Ătv½v ¾ÎþÝ ĂÅ ¿v ÿ ¹ĀÉ 

îÊ£ ć¾¤Êù ¢ĉwÑ½ ÈĉvÀåv ÿ ć¹wÎ¤év ć½ÿj¹ĀÅ ÈĉvÀåv IđwzĈù ôĊ I¡wÝĒÕv ć½ÿwþå ¢·wÅ¾ĉ¿ Ăýw¸zw¤í ½¹ )¹ĀÉ

Ì¸Êù Äĉÿ¾Å ćÂ£v¾¤Åv )¢Åv Äĉÿ¾Å ìĉ ¡wĊ³ Ă·¾¯ ¿v Ăö³¾ù ìĉ Äĉÿ¾Å ćÂ£v¾¤ÅvøÊ¯ āºþþí I¿vºýv

Ăùwý¾z I¢ĊÞéĀùĂtv½v ìĉ Ăí ¢Åv ĈĉwăĀòõv ÿ wăûj û¹¾í Ĉĉv¾«v ºþù¿wĊý Äĉÿ¾Å āºþă¹ èê´£ ½ĀÚþù Ăz wă

Ĉ«ÿ¾·yÆí ćwăwÅ ìĉ ½wíÿ Äĉÿ¾Å ćv¾z ćÂ£v¾¤Åv ¢ĉ¾ĉºù ćwăºþĉj¾å ôùwÉ Äĉÿ¾Å ćÂ£v¾¤Åv )¢Åv ûwù¿

yÆí Ôzvÿ½ ¢ĉ¾ĉºù ÿ wÑwê£ ¢ĉ¾ĉºù Ivÿwå Äĉÿ¾Å ćv¾z Ĉõwù ¢ĉ¾ĉºù IÄĉÿ¾Å º{Å ¢ĉ¾ĉºù IvÿwåÅv ½wíÿ)¢ 

Ĉñºý¿ Ă·¾¯ #Ă¤Æă$ Àí¾ù ½¹ Äĉÿ¾Å ćÂ£v¾¤Åv ITIL Ĉúý wùv Ă¤å¾ñ ½v¾éz ¾ĉwÅ ûÿºz ÿ ĈĉwĄþ£ Ăz ºývĀ£È¸ ćwă

½w¤·wÅ IT wþz¾ĉ¿ ìĉ āºý¾Ċñ¾z½¹ È¸z üĉv )¹ĀÉ ¹w¬ĉv (framework)èåĀù ¡wĊz¾¬£ ¹w¬ĉv ćv¾z (best practices) 

)¢Åv Äĉÿ¾Å ćÂ£v¾¤Åv ¡ºù ºþöz ĂÞÅĀ£ ¾§v ½¹ 

Service Strategy Â£v¾¤Åvć ÿ¾ÅĉÄ ýÿ¾¤îõv ¡wùº· ûwñºþþí Ătv½v ÿĊîĈ v¾z v½ć  û¹¾í øăv¾åĉì ÿ¾ÅĉÄ 

ýÿ¾¤îõvĊîĈ zw íĊæĊ¢ IT ÿ½ĉ¹¾î ñ ¢Ą« ÿĊ¾ć đwz ²ÖÅć îÊ£Ċ¡Ē ù ¾z ½¹ v½ đwzĈ ñĊ¹¾  ¹½Āù ĂÅ ôùwÉ Ăí

¢Åv5    

Á í wz ¡wùº· Ătv½vĊæĊ¢   

Á vÀåvĉÈ ½ÿj ¹ĀÅć ¹wÎ¤évć  

Á vÀåvĉÈ wÑ½ĉ¢ ¾¤Êùć  

 Â£v¾¤Åv Ăö³¾ù ½¹ 5Ă¤îýć ÿ¾ÅĉIÄ í Ăºùĉ¾ĉ¢ ÿ¾ÅĉÄ wzĉº wă ½Ā¤íwå Ăzć Ýwú¤«vĈ òþă¾å IĈ ¹wÎ¤év ÿć z Ă

Â£v¾¤Åv ºþí Ă«Ā£ ûwùÀúă ½ĀÕć ÿ¾ÅĉÄ öí ¡đvĀÅ ĂzĈ ¿ĉ¾ ù ¶Åw~Ċºăº5 

Á ÿ¾Å Ă¯ĉÆĈ wz v½ĉº ă¹ Ătv½v ĂýĀò¯Ċø K 

Á wz v¾¯ĉº vĉü ÿ¾ÅĉÄ ă¹ Ătv½v v½Ċø K 

Ĉúý ¢ùº· ćÂ£v¾¤Åvðþă¾å ÿ ćÂ£v¾¤Åv ¿v vÀ¬ù ºývĀ£Ătv½v Ăí Ĉýwù¿wÅ¹½v¹ ½v¾é ûj ½¹ ¢ùº· āºþă¹I ôîÉ¤å¾ñ Ă

zwĉ ÷vÿ¹ wĉ ÿĂtv½v )º ¿v Ëw· º³vÿ ìĉ Ăz ¢ùº· Ătv½v ćv¾z Mv¾Î´þù ¢Åv üîúù ûwù¿wÅ ìĉ ½¹ ¢ùº· āºþă¹

yÆíyÆí º³vÿ üĉºþ¯ Ăz ¢ùº· Ătv½v I½wíÿĂz ¢Åv üîúù wĉ ÿ ½wíÿĂtv½v ìĉ ûvĀþÝ Ĉýwù¿wÅ ©½w· ¢ùº· āºþă¹

http://mabnaa.com/wiki/index.php?title=%D8%AE%D8%AF%D9%85%D8%A7%D8%AA
http://mabnaa.com/wiki/index.php?title=%D8%AE%D8%AF%D9%85%D8%A7%D8%AA
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yÆí üĉºþ¯ Ăz¢ùº· Ĉ«½w· ½wíÿĂ¤å¾ĉ¼~ ćÂ£v¾¤Åv )ºĉwúý ĈýwÅ½Ĉù āºÉ ¢Æĉwzûwĉ¾¤Êù ćv¾z Ĉåwí Ç¿½v  ÿ

Ătv½v ìĉÂ£v¾¤Åv ãvºăv ºĉwz Üévÿ½¹ )ºĉwúý üĊùm£ ¢ùº· ûwÞæþĉ» Ĉùwú£)ºþă¹ ÈÉĀ~ v½ ¢ùº· āºþă¹ 

 ÜÖéĂþĊù¿ ¿v ¾ÚýĂtv½v Ăí ćvĈù ¢ĊõwÞå ûj ½¹ ¢ùº· āºþă¹Ĉù Iºþí ¢·wþÉ ÃwÅv ¾z È¤ùº· ćÂ£v¾¤Åv ¢Æĉwz

þ« ¾ă ¿v Ĉăwñj IºÉwz ¢zwé½ ¹Ā«ÿ ¿v ĈþÉÿ½Ă{Ĉù xw¸¤ýv Ăí ćv ìĉ ĂýĀò¯ Ăîþĉv ¿v Ĉöí āwñºĉ¹ ìĉ ÿ ºþí

Ătv½vĂtv½v Ĉùwú£ )ºă¹ āĀö« w{é½ ¿v ¡ÿwæ¤ù v½ ¹Ā· I¢ùº· āºþă¹)ºý½v¹ ¢ùº· ćÂ£v¾¤Åv Ăz ¿wĊý ¢ùº· ûwñºþă¹ 

üĉv¿v ¾úÝ Ă·¾¯ Àí¾ù ½¹ ¢ùº· ćÂ£v¾¤Åv ¦´{ù Ăí ¢Åÿ½ITIL   Ăz Ûÿ¾É ¢ùº· ćÂ£v¾¤Åv )¢Åv Ă¤å¾ñ½v¾é
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½v¿wz ÿ ¢zwé½ 

Á Ătv½v ¾ă)¹½v¹ ½v¾é Ĉ¤zwé½ ćwăÿ¾Ċý ¢´£ Ĉ¤ùº· āºþă¹ 

Á Ătv½v Ĉùwú£Ĉù ¢ĊõwÞå Ĉ«½w· wĉ Ĉö·v¹ ½v¿wz ìĉ ¿v ÈĊz wĉ ÿ ìĉ ½¹ ûwĉ¾¤Êù ÿ ¢ùº· ûwñºþă¹þþí )º

Ătv½vĈù ¢ùº· āºþă¹½ Ăz ¢{Æý$ ¾¤Ąz ë½¹ Ăz ĈzwĊ¤Å¹ ćv¾z ¢ÆĉwzĈýwĉ¾¤Êù I½v¿wz ĈĉwĉĀ~ ¿v #Èĉw{é 
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Ĉù5¹ĀÉ 
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¶ üĊúÒ£  ÿ ½v¾ú¤Åv I¢Ċå¾Ù IĈÅ¾¤Å¹ ¢Ċözwé ×w´õ¿v Iā¹wæ¤Åv ćv¾z ûj çw{Öýv ÿ ¢ùº· Ătv½v ĈòýĀò¯ 5¢ùº·

)Ĉþúĉv 

wÑwê£ ¢ĉ¾ĉºù 

ĂþĊù¿ ¿v Ĉîĉ wÑwê£ ¢ĉ¾ĉºùĂz Ăí ĈĉwÑwê£ )¢Åv ¢ùº· ¢ĉ¾ĉºù Ĉýv¾´z ćwăÉ ¢ĉ¾ĉºù äĊÞÑ ¡½ĀÍº I¢Åv ā

ā¾Õw¸ù Ü{þù IwÑwê£ ½¹ ûwþĊúÕv ÷ºÝ ¢öÝ ĂzĂtv½v ćv¾z ćv ĈÉ¿½v Ăîþĉv ûÿºz ¹v¿wù ¢Ċå¾Ù )¢Åv ¢ùº· ûwñºþă¹

Ăĉw~ Ăí$Ĉù ĂþĉÀă ºĊõĀ£ ¦Ýwz IºÉwz ā¹¾í ¹w¬ĉv #¢Åv ĂþĉÀă Ĉzwĉ¿wz ćv¾z ćv)¹ĀÉ 

¢Ċå¾Ù ë½vº£ ÿ ć¾¤Êù ¢ùº· ćwÑwê£ øĄå ÿ ë½¹ wÑwê£ ¢ĉ¾ĉºù ¿v ãºăv¾z wă ²ÖÅ ½¹ )¢Åv ûj ÷w¬ýv ć

Ĉù ìĉÂ£v¾¤Åv¢ĊõwÞå ôĊö´£ ôùwÉ ºývĀ£÷w¬ýv ćwăyÆí ¢ĊõwÞå ćwăĀòõv ā¿Ā³ ½¹ āºÉ¾z½wí ¡wÎ¸Êù ÿ ½wíÿ 

Ĉù ĈîĊ¤íw£ ²ÖÅ ½¹ )ºÉwz¢úĊé Ătv½v ôùwÉ ºývĀ£Ăz ¾Ċâ¤ù ćwă ¡wùº· ûj ā¹wæ¤Åv Ăz ûwĉ¾¤Êù yĊá¾£ ½ĀÚþù

ûwù¿ ½¹ ¡wÝĒÕv ć½ÿwþå¤úí ĈáĀöÉ ćwă)ºÉwz ¾ 

$ ¢ùº· ²ÖÅ Ă¤Æz-SLPĂz ÿ ā¹Āúý äĉ¾Þ£ v½ ¢ùº· Ă¤Æz Ĉ¤ýv½vÿ ÿ ¡ĒĊĄÆ£ ²ÖÅ # ćĀòõv ćwă¿wĊý Üå½ ½ĀÚþù

yÆí ¢ĊõwÞå)¢Åv āºÉ Ĉ³v¾Õ ½wíÿ 

ITIL Service Strategy provides best-practice guidance for the service strategy stage of the ITIL 

                                                           
̹ service level package 
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service lifecycle. Although this publication can be read in isolation, it is recommended that it is 

used in conjunction with the other core ITIL publications. 

The purpose of the service strategy stage of the service lifecycle is to define the perspective, 

position, plans and patterns that a service provider needs to be able to execute to meet an 

organizationôs business outcomes. 

The objectives of service strategy include providing: 

¶ An understanding of what strategy is 

¶ A clear identification of the definition of services and the customers who use them 

¶ The ability to define how value is created and delivered 

¶ A means to identify opportunities to provide services and how to exploit them 

¶ A clear service provision model, that articulates how services will be delivered and 

funded, and to whom they will be delivered and for what purpose 

¶ The means to understand the organizational capability required to deliver the strategy 

¶ Documentation and coordination of how service assets are used to deliver services, and 

how to optimize their performance 

¶ Processes that define the strategy of the organization, which services will achieve the 

strategy, what level of investment will be required, at what levels of demand, and the 

means to ensure a working relationship exists between the customer and service provider. 

The reader should be able to understand the most important practices related to defining 

and executing a service strategy within a service provider organization. 

ITIL Service Strategy starts by defining and discussing the generic principles and processes of 

service management, and these generic principles are then applied consistently to the management 

of IT services. 

This publication is intended for use by both internal and external service providers, and includes 

guidance for organizations which are required to offer IT services as a profitable business, as well 

as those which are required to offer IT services to other business units within the same organization 

ï at no profit. 

Two aspects of strategy are covered in ITIL Service Strategy: 

¶ Defining a strategy whereby a service provider will deliver services to meet a customerôs 

business outcomes 

¶ Defining a strategy for how to manage those services. 

 

ITIL Service Strategy provides access to proven best practice based on the skill and knowledge of 

experienced industry practitioners in adopting a standardized and controlled approach to service 

management. Although this publication can be used and applied in isolation, it is recommended 

that it is used in conjunction with the other core ITIL publications. All of the core publications 

need to be read to fully appreciate and understand the overall lifecycle of services and IT service 

management. 

 

Selecting and adopting the best practice as recommended in this publication will assist 

organizations in delivering significant benefits. Adopting and implementing standard and 

consistent approaches for service strategy will: 

¶ Support the ability to link activities performed by the service provider to outcomes that 

are critical to internal or external customers. As a result, the service provider will be seen 

to be contributing to the value (and not just the costs) of the organization. 
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¶ Enable the service provider to have a clear understanding of what types and levels of 

service will make its customers successful and then organize itself optimally to deliver 

and support those services. The service provider will achieve this through a process of 

defining strategies and services, ensuring a consistent, repeatable approach to defining 

how value will be built and delivered that is accessible to all stakeholders. 

¶ Enable the service provider to respond quickly and effectively to changes in the business 

environment, ensuring increased competitive advantage over time. 

¶ Support the creation and maintenance of a portfolio of quantified services that will enable 

the business to achieve positive return on its investment in services. 

¶ Facilitate functional and transparent communication between the customer and the service 

provider, so that both have a consistent understanding of what is required and how it will 

be delivered. 

¶ Provide the means for the service provider to organize itself so that it can provide services 

in an efficient and effective manner. 

At the center of the service lifecycle is service strategy. Value creation begins here with 

understanding organizational objectives and customer needs. Every organizational asset including 

people, processes and products should support the strategy. 

ITIL Service Strategy (this publication) provides guidance on how to view service management 

not only as an organizational capability but as a strategic asset. It describes the principles 

underpinning the practice of service management which are useful for developing service 

management policies, guidelines and processes across the ITIL service lifecycle. 

Topics covered in ITIL Service Strategy include the development of market spaces, characteristics 

of internal and external provider types, service assets, the service portfolio and implementation of 

strategy through the service lifecycle. Business relationship management, demand management, 

financial management, organizational development and strategic risks are among the other major 

topics. Organizations should use ITIL Service Strategy to set objectives and expectations of 

performance towards serving customers and market spaces, and to identify, select and prioritize 

opportunities. 

Service strategy is about ensuring that organizations are in a position to handle the costs and risks 

associated with their service portfolios, and are set up not just for operational effectiveness but for 

distinctive performance. 

Organizations already practising ITIL can use ITIL Service Strategy to guide a strategic review of 

their ITIL -based service management capabilities and to improve the alignment between those 

capabilities and their business strategies. ITIL Service Strategy will encourage readers to stop and 

think about why something is to be done before thinking of how. 

 

Services and service management 

Services 

Services are a means of delivering value to customers by facilitating the outcomes customers 

want to achieve without the ownership of specific costs and risks. Services facilitate outcomes by 

enhancing the performance of associated tasks and reducing the effect of constraints. These 

constraints may include regulation, lack of funding or capacity, or technology limitations. The end 

result is an increase in the probability of desired outcomes. 

While some services enhance performance of tasks, others have a more direct impact ï they 

perform the task itself. 
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The preceding paragraph is not just a definition, as it is a recurring pattern found in a wide range 

of services. Patterns are useful for managing complexity, costs, flexibility and variety. They are 

generic structures useful to make an idea applicable in a wide range of environments and situations. 

In each instance the pattern is applied with variations that make the idea effective, 

economical or simply useful in that particular case. An outcome-based definition of service moves 

IT organizations beyond businessïIT alignment towards businessïIT integration. Internal dialogue 

and discussion on the meaning of services is an elementary step towards alignment and 

integration with a customerôs business.  

Customer outcomes become the ultimate concern of business relationship managers instead of the 

gathering of requirements, which is necessary but not sufficient. Requirements are generated for 

internal coordination and control only after customer outcomes are well understood. 

Customers seek outcomes but do not wish to have accountability or ownership of all the associated 

costs and risks. All services must have a budget when they go live and this must be managed. The 

service cost is reflected in financial terms such as return on investment (ROI) and total cost of 

ownership (TCO). The customer will only be exposed to the overall cost or price of a service, 

which will include all the providerôs costs and risk mitigation measures (and any profit margin if 

appropriate). The customer can then judge the value of a service based on a comparison of cost or 

price and reliability with the desired outcome. 

Customer satisfaction is also important. Customers need to be satisfied with the level of service 

and feel confident in the ability of the service provider to continue providing that level of service 

ï or even improving it over time. The difficulty is that customer expectations keep shifting, and a 

service provider that does not track this will soon find itself losing business. ITIL Service Strategy 

is helpful in understanding how this happens, and how a service provider can adapt its services to 

meet the changing customer environment. 

Services can be discussed in terms of how they relate to one another and their customers, and can 

be classified as core, enabling or enhancing. 

Core services deliver the basic outcomes desired by one or more customers. They represent the 

value that the customer wants and for which they are willing to pay. Core services anchor the value 

proposition for the customer and provide the basis for their continued utilization and satisfaction. 

Enabling services are services that are needed in order for a core service to be delivered. Enabling 

services may or may not be visible to the customer,but the customer does not perceive them as 

services in their own right. They are óbasic factorsô which enable the customer to receive the 

órealô(core) service. 

Enhancing services are services that are added to a core service to make it more exciting or enticing 

to the customer. Enhancing services are not essential to the delivery of a core service, and are 

added to a core service as óexcitementô factors, which will encourage customers to use the core 

service more (or to choose the core service provided by one company over those of its 

competitors). 

Services may be as simple as allowing a user to complete a single transaction, but most services 

are complex. They consist of a range of deliverables and functionality. If each individual aspect of 

these complex services were defined independently, the service provider would soon find it 

impossible to track and record all services. 

Most service providers will follow a strategy where they can deliver a set of more generic services 

to a broad range of customers, thus achieving economies of scale and competing on the basis of 

price and a certain amount of flexibility. One way of achieving this is by using service packages. 

A service package is a collection of two or more services that have been combined to offer a 
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solution to a specific type of customer need or to underpin specific business outcomes. A service 

package can consist of a combination of core services, enabling services and enhancing services. 

Where a service or service package needs to be differentiated for different types of customer, one 

or more components of the package can be changed, or offered at different levels of utility and 

warranty, to create service options. These different service options can then be offered to 

customers and are sometimes called service level packages. 

Service management 

When we turn on a water tap, we expect to see water flow from it. When we turn on a light switch, 

we expect to see light fill the room. Not so many years ago, these very basic things were not as 

reliable as they are today. We know instinctively that the advances in technology have made them 

reliable enough to be considered a utility. But it isnôt just the technology that makes the services 

reliable. It is how they are managed. The use of IT today has become the utility of business. 

Business today wants IT services that behave like other utilities such as water, electricity or the 

telephone. Simply having the best technology will not ensure that IT provides utilitylike reliability. 

Professional, responsive, valuedriven service management is what brings this quality of service to 

the business. 

Service management is a set of specialized organizational capabilities for providing value to 

customers in the form of services. The more mature a service providerôs capabilities are, the greater 

is their ability to consistently produce quality services that meet the needs of the customer in a 

timely and cost-effective manner. The act of transforming capabilities and resources into valuable 

services is at the core of service management. Without these capabilities, a service organization is 

merely a bundle of resources that by itself has relatively low intrinsic value for customers. 

Organizational capabilities are shaped by the challenges they are expected to overcome. An 

example of this is provided by Toyota in the ̸̷̼̀s when it developed unique capabilities to 

overcome the challenge of smaller scale and financial capital compared to its American rivals. 

Toyota developed new capabilities in production engineering, operations management and 

managing suppliers to compensate for its inability to afford large inventories, make components, 

produce raw materials or own the companies that produced them (Magretta, ̹ ̷̷̹). 

Service management capabilities are similarly influenced by the following challenges that 

distinguish services from other systems of value creation, such as manufacturing, mining and 

agriculture: 

¶ Intangible nature of the output and intermediate products of service processes: they are 

difficult to measure, control and validate (or prove). 

¶ Demand is tightly coupled with the customerôs assets: users and other customer assets such 

as processes, applications, documents and transactions arrive with demand and stimulate 

service production. 

¶ High level of contact for producers and consumers of services: there is little or no buffer 

between the service providerôs creation of the service and the customerôs consumption of 

that service. 

¶ The perishable nature of service output and service capacity: there is value for the customer 

from assurance on the continued supply of consistent quality. Providers need to secure a 

steady supply of demand from customers.  
 

Service management is more than just a set of capabilities. It is also a professional practice 

supported by an extensive body of knowledge, experience and skills. A global community of 
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individuals and organizations in the public and private sectors fosters its growth and maturity. 

Formal schemes exist for the education, training and certification of practising organizations, and 

individuals influence its quality. Industry best practices, academic research and formal standards 

contribute to and draw from its intellectual capital. The origins of service management are in 

traditional service businesses such as airlines, banks, hotels and phone companies. Its practice has 

grown with the adoption by IT organizations of a service oriented approach to managing IT 

applications, 

infrastructure and processes. Solutions to business problems and support for business models, 

strategies and operations are increasingly in the form of services. The popularity of shared services 

and outsourcing has contributed to the increase in the number of organizations that behave as 

service providers, including internal IT organizations. This in turn has strengthened the practice of 

service management while at the same time imposed greater challenges. 

Strategy 
óThe essence of strategy is choosing what not to do.ô (Porter, ̸ ̀̀̽) 

Case study: security services 

At some time in ̹ ̷̷̸, a global network security services provider lost a major customer due to 

quality concerns materially affecting revenues and profits. Senior executives demanded that 

something be done ï either cut costs or find a replacement customer. 

While a replacement customer was sought, service operations dutifully reduced costs. Service 

quality was impacted, prompting three recently acquired customers to depart ï further negatively 

affecting revenues and profits. 

Senior executives again demanded that something be done ï either cut costs or find replacement 

customers. 

Solution 

Surprisingly, the solution was to suspend new sales. The chief information officer (CIO) 

understood that: 

¶ Service operations were caught in a vicious cycle with disastrous long-term consequences 

¶ Customers were leaving due to a strategic weakness. Customers differentiated the value of 

security services through service quality. Strategies based on cost and technology were 

incorrect. 

By re-focusing staff and budget on service operations, the organization repaired and rebuilt its 

distinctive quality capabilities for remaining customers. Customer churn was halted. 

The solution, while painful in the short term, allowed the provider to break the vicious cycle 

and pave a long-term strategy for regaining customers. The counter-intuitive breakthrough 

was based on (a) a big picture view of services, and (b) the precept of superior performance 

versus competing alternatives. 

At the most simple level, a strategy is a plan that outlines how an organization will meet a designed 

set of objectives. As will be seen in this publication, strategies are rarely as simple as a single plan. 

A strategy is a complex set of planning activities in which an organization seeks to move from one 

situation to another in response to a number of internal and external variables. 

A service strategy specifically defines how a service provider will use services to achieve the 

business outcomes of its customers, thereby enabling the service provider (whether internal or 

external) to meet its objectives. ITIL Service Strategy outlines the concepts necessary to define a 

successful service strategy, but specifically focuses on defining an IT service strategy. 

An IT strategy focuses on how an organization intends to use and organize technology to meet its 

business objectives. An IT strategy typically includes an IT service strategy. 

Fundamental aspects of strategy 
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Carl von Clausewitz remarked, óEverything in strategy is very simple, but that does not mean 

that everything is very easyô. Strategic thought and action can be difficult for the following 

reasons: 

¶ Defining and executing even a simple strategy involves complex issues such as 

organizational impact, uncertainty and conflicting priorities and objectives. Experience and 

codes of practice alone are often not enough to deal with these. 

¶ They involve using complex analysis models to analyse current patterns, project future 

trends and then estimate the probability of each trend becoming reality. 

¶ They focus on all factors regarding the organization and its environment and the 

interactions between them. The scope of even simple strategies can appear to be 

intimidating, but it is still important to take these areas into account. 

¶ Since strategists are dealing with uncertainty, they may spend significant effort 

investigating the underlying principles of the strategy, only to find that there is so much 

uncertainty that they have to fall back on basic theory. 

Using theory to support strategy 

Theory is often discounted because of associations with the abstract or impractical. Theory, 

however, is the basis of best practice. Engineers use theory to solve practical problems. Investment 

banks use portfolio theory to validate investments. Key methods of Six Sigma are based on the 

theories of probability and statistics. Managers rely on mental models that will assure them that 

they will indeed achieve desired outcomes. Trouble occurs when they use the wrong mental model 

for the problem at hand. What appears as unfixable or random often looks that way because of a 

misunderstanding of a process or system. Without underlying principles, it is not possible to 

explain why a perfectly good solution fails in one instance after tremendous success in another. 

Strategy must enable service providers to deliver value 

A good business model describes the means of fulfilling an organizationôs objectives. However, 

without a strategy that in some way makes a service provider uniquely valuable to the customer, 

there is little to prevent alternatives from displacing the provider, degrading its mission or 

entering its market space. A service strategy therefore defines a unique approach for delivering 

better value. The need for having a service strategy is not limited to service providers who are 

commercial enterprises. Internal service providers need just as much to have a clear perspective, 

positioning and plans to ensure they remain relevant to the business strategies of their 

enterprises. 

Customers continually seek to improve their business models and strategies. They want 

solutions that break through performance barriers ï and achieve higher quality of outcomes in 

business processes with little or no increase in cost. 

Such solutions are usually made available through innovative products and services. If such 

solutions are not available within a customerôs existing span of control, service contracts or value 

network, they are compelled to look elsewhere. 

Service providers should not take for granted their position and role within their customerôs plans 

even though they have the advantage of being incumbents. The value of services from a customerôs 

perspective may change over time due to conditions, events and factors outside a providerôs 

control. A strategic view of service management means a carefully considered approach to the 

relationships with customers and a state of readiness in dealing with the uncertainties in the value 

that defines that relationship. 

A basic approach to deciding a strategy 
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Imagine you have been given responsibility for an IT organization. This organization could be 

internal or external, commercial or not-for-profit. How would you go about deciding on a strategy 

to serve customers? 

Firstly, acknowledge that there exist other organizations whose aim is to compete with your 

organization. Even government agencies are subject to competitive forces. While the value they 

create can sometimes be difficult to define and measure, these forces demand that an organization 

should perform its mission better than the alternatives as efficiently as possible. 

Secondly, decide on an objective or end-state that differentiates the value of what you do, or how 

you do it, so that customers do not perceive greater value could be generated from any other 

alternative. The form of value may be monetary, as in higher profits or lower expenses, or social, 

as in saving lives or collecting taxes. The differentiation can come in the form of barriers to entry, 

such as your organizationôs know-how of your customerôs business or the broadness of your 

service offerings. 

Or it may be in the form of raising switching costs, such as lower cost structures generated through 

specialization or service sourcing. Either way, it is a means of doing better by being different. This 

is often expressed in the vision and mission ï which are important in articulating how the service 

provider differentiates itself and provides unique value to its customers. 

The basic premise of service strategy is that service providers must meet objectives defined in 

terms of 

their customersô business outcomes while subject to a system of constraints. In a world of 

constrained 

resources and capabilities, they must hold their positions against competing alternatives. By 

understanding the trade-offs involved in its strategic choices, such as services to offer or markets 

to serve, an organization can better serve customers and outperform its competitors. The goal of a 

service strategy can be summed up very simply: superior performance versus competing 

alternatives. 

IT services 

An IT service is a service that is provided to one or more customers by an IT service provider. An 

IT service is based on the use of information technology and supports the customerôs business 

processes. It is made up of a combination of people, processes and technology. 

 

Core, enabling and enhancing services 

All services, whether internal or external, can be further classified in terms of how they relate to 

one 

another and their customers.  To illustrate this in another context, the core services of a bank could 

be providing financial capital to small and medium enterprises. Value is created for the bankôs 

customers only when the bank can provide financial capital in a timely manner (after having 

evaluated all the costs and risk of financing the borrower). 

Enabling services could be: 

¶ Aid offered by loan officers in assessing working capital needs and collateral 

¶ The application-processing service 

¶ Flexible disbursement of loan funds 

¶ A bank account into which the borrower canelectronically transfer funds. 

As basic factors, enabling services only give the provider an opportunity to serve the customer. 
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Enabling services are necessary for customers to use the core services satisfactorily. Customers 

generally take such services for granted, and do not expect to be additionally charged for the value 

of such services. Examples of commonly offered enabling 

services are service desks, payment, registration and directory services. 

In most markets, enabling services will allow the minimum requirements for operation, although 

many provide the foundation for differentiation, but it is the enhancing services that will provide 

the differentiation itself ï the óexcitement factorô. Examples of enhancing services are more 

difficult to provide, particularly because they tend to drift over time to be subsumed into core or 

enabling services. In other words, what is exciting to a customer today becomes expected if it is 

always delivered. 

An example is the provision of a broadband internet service in a hotel room. A few years ago 

the provision of a chargeable broadband service might have been regarded as a differentiator (this 

hotel offers this service, other comparative hotels do not). As more and more hotels started to offer 

this service, customers came to regard it as essential ï so it became an enabling service. Hotels 

then started to offer ófreeô broadband internet services ï so for a time this was an enhancing service, 

but that is now more common, and is quickly becoming a necessary (and thus enabling) service. 

For some travellers this service has actually become part of the core, in the same way, say, as an 

en-suite bathroom. 

Value 

The value of a service can be considered to be the level to which that service meets a customerôs 

expectations. It is often measured by how much the customer is willing to pay for the service, 

rather than the cost of the service or any other intrinsic attribute of the service itself. 

Unlike products, services do not have much intrinsic value. The value of a service comes from 

what it enables someone to do. The value of a service is not determined by the provider, but by the 

person who receives it ï because they decide what they will do with the service, and what type of 

return they wil l achieve by using the service. Following this reasoning, the characteristics of 

value are: 

¶ Value is defined by customers No matter how much the service provider advertises the 

worth of their services, the ultimate decision about whether that service is valuable or not 

rests with the customer. 

¶ Affordable mix of features It is possible to influence the customerôs perception of value 

through communication and negotiation, but that still does not change the fact that the 

customer will still make the final choice about what is valuable to them. A good sales 

person can convince a customer to change the priorities influencing their purchase, but the 

customer will select the service or product that represents the best mix of features at the 

price they are willing to pay. 

¶ Achievement of objectives Customers do not always measure value in financial terms, 

even though they may indicate how much they are prepared to pay for a service that helps 

them to realize the desired outcome. Many services are not designed to produce revenue, 

but to meet some other organizational objective, such as social responsibility programmes, 

or human resource management. While commercial organizations tend to measure most 

services by financial returns, government organizations tend to focus on other objectives. 

For example, police might focus on reduction in crime or apprehension of criminals; social 

welfare departments might focus on the amount of funding disbursed to needy families; a 

mountain rescue organization might focus on the number of people warned about, or 

rescued from, avalanches. 



-, 

 

¶ Value changes over time and circumstance What is valuable to a customer today might 

not be valuable in two years. As each customer changes to meet the challenges of their 

environment, so too do their service needs and values. For example, retail outlets might 

focus on selling a higher percentage of luxury goods when the economy is good, but during 

a recession they shift the focus to budget product lines and fewer luxury goods. Services 

contribute value to an organization only when their value is perceived to be higher than 

the cost of obtaining the service. Therefore, understanding the value of IT requires three 

pieces of information: 

¶ What service(s) did IT provide? If IT is only perceived as managing a set of servers, 

networks and PCs it will be very difficult for the customer to understand how these 

contributed to value. In order for a customer to calculate the value of a service, they must 

be able to discern a specific, discrete service and link it directly to specific business 

activities and outcomes. For example, an IT organization claims that application hosting 

delivers value to the business. The business, however, does not know what application 

hosting is, or what applications are hosted. If the IT organization wants to communicate its 

value, it must be able to identify what the customer actually perceives, and then link their 

activities to that service. The service portfolio, and the service catalogue in particular, will 

help IT to quantify this. 

¶ What did the service(s) achieve? The customer will identify what they were able to do 

with the service, and just how important that was to them and their organization. 

¶ How much did the service(s) cost ï or what is the price of the service(s)? When a 

customer compares the cost or price of a service with what the service enabled them to 

achieve, they will be able to judge how valuable the service actually was. If IT is unable to 

determine the cost of the service, it will be very difficult for them to claim that they 

delivered value, and very difficult for the customer to perceive IT as óvaluableô. 

Creating value 

Calculating the value of a service can sometimes be straightforward in financial terms. For 

example, a customer needs a service to support the selling of a new line of products. If the service 

does what is required, and its cost does not negatively impact the profitability of the product line, 

and the price remains competitive, the customer will most likely perceive it to be valuable. In 

instances where the outcomes are not financial it is harder to quantify the value although it may 

still be possible to qualify it. For example, a city management department needs a service to enable 

them to track traffic in a city centre so that they can adjust traffic signals to improve the flow of 

traffic. If the service enables them to do this, and it fits within the cityôs budget, it will most likely 

be perceived to be valuable. 

However, there is more to value than just the function of the service and its cost. Value needs to 

be defined in terms of three areas: the business outcomes achieved, the customerôs preferences and 

the customerôs perception of what was delivered.  

Value is defined not only strictly in terms of the customerôs business outcomes; it is also highly 

dependent on customerôs perceptions and preferences. Perceptions are influenced by attributes of 

a service, present or prior experiences with similar attributes and relative capability of competitors 

and other peers. Perceptions are also influenced by the customerôs self-image or actual position in 

the market, such as those of being an innovator, market leader and risk-taker. The value of a service 

takes on many forms, and customers have preferences influenced by their perceptions. 

The preferences and perceptions of customers will affect how they differentiate the value of one 

offering or service provider over another. The more intangible the value, the more important 
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the definitions and differentiation of value become. Customers are reluctant to buy when there is 

ambiguity in the cause-and-effect relationship between the utilization of a service and the 

realization of benefits. The service providers need to provide customers with information to 

influence their perception of value, by influencing perceptions, and responding to preferences. 

Understanding customer perception of value 

Although a service provider is not able to decide the value of a service, it is able to influence how 

the value of the service is perceived by the customers. This could be based on what the customer 

has heard about the service, or the fact that the customer is currently doing the activity themselves, 

or some previous experience of that or a similar service. 

The reference value may be vaguely defined or based on hard facts. An example of reference value 

is the baseline that customers maintain on the cost of in-house functions or services (the DIY, or 

do-ityourself, strategy). It is important for the service provider to understand and get a sense of 

what this reference value is. This may be obtained through extensive dialogue with the customer, 

prior experience with the same or a similar customer or research and analysis available in the 

market. 

Service providers 

óThere is no such thing as a service industry. There are only industries whose service components 

are greater or less than those of other industries. 

Everybody is in service.ô Professor Emeritus Theodore Levitt, Harvard Business School 

It is necessary to distinguish between different types of service provider. While most aspects of 

service management apply equally to all types of service provider, others aspects such as 

customers, contracts, competition, market spaces, revenue and strategy take on different meanings 

depending on the specific type. There are three main types of service provider: 

ƴƴ Type I ï internal service provider 

ƴƴ Type II ï shared services unit 

ƴƴ Type III ï external service provider. 

For the sake of simplicity each one is defined below as if it were the only option used in a single 

organization. In reality most organizations have a combination of IT service providers. In a single 

organization it is possible that some IT units are dedicated to a single business unit, others provide 

shared services and yet others have been outsourced. 

Type I (internal service provider) 

customers Type I providers are service providers that are dedicated to, and often embedded within, 

an 

individual business unit. The business units themselves may be part of a larger enterprise or 

parent organization. Business functions such as finance, administration, logistics, human resources 

and IT provide services required by various parts of the business. They are funded by overheads 

and are required to operate strictly within the mandates of the business. Type I providers have the 

benefit of tight coupling with their owner, avoiding certain costs and risks associated with 

conducting business with external parties. Since Type I service providers are dedicated to specific 

business units they are required to have an in-depth knowledge of the business and its goals, 

plans and operations. They are usually highly specialized, often focusing on designing, 

customizing and supporting specific applications, or on supporting a specific type of business 

process. 

The primary objectives of Type I providers are to achieve functional excellence and cost 

effectiveness for their business units (Goold and Campbell, ̷̷̹̹). They specialize in serving a 

relatively narrow set of business needs. Services can be highly customized and resources are 
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dedicated to providing relatively high service levels. The governance and administration of 

business functions are relatively straightforward. The decision rights are restricted in terms of the 

business unitôs strategies and operating models. The general managers of business units make all 

key decisions such as the portfolio of services to offer, the investments in capabilities and resources 

and the metrics for measuring performance and outcomes. 

Type I providers operate within internal market spaces. Their growth is limited by the growth of 

the business unit they belong to. Each business unit (BU) may have its own Type I provider. The 

success of Type I providers is not measured in terms of revenues or profits because they tend to 

operate on a cost-recovery basis with internal funding. All costs are borne by the owning business 

unit or enterprise. 

Each IT unit is dedicated to a single business unit, and delivers specialized services to that business 

unit only. Competition for Type I providers is from providers outside the business unit, such as 

corporate business functions, who wield advantages such as scale, scope and autonomy. In general, 

service providers serving more than one customer face much lower risk of market failure. With 

multiple sources of demand, peak demand from one source can be offset by low demand from 

another. There is duplication and waste when Type I providers are replicated within the enterprise. 

This is especially true when multiple business units need to use data that is maintained by other 

business units. This results in duplication (in which no two data sets are the same) or complex 

system integration, which often results in performance issues, and difficulties 

in maintaining currency of systems. To leverage economies of scale and scope, Type I providers 

are often consolidated into a corporate business function when there is a high degree of similarity 

in their capabilities and resources. At this level of aggregation Type I providers balance enterprise 

needs with those at the business unit level. The trade-offs can be complex and require a significant 

amount of attention and control by senior executives. As such, consolidated Type providers are 

more appropriate where classes of assets such as IT, R&D, marketing or manufacturing are at the 

core of the organizationôs competitive advantage and therefore need careful control. 

Type II (shared services unit) 

Functions such as finance, IT, human resources and logistics are not always at the core of an 

organizationôs competitive advantage. Hence, they need not be maintained at the corporate level 

where they demand the attention of the chief executiveôs team (Goold and Campbell, ̷̷̹̹). 

Instead, the services of such shared functions are consolidated into an autonomous special unit 

called a shared services unit (SSU).  

The model in Figure ̺ ̹̼͂ allows a more devolved governing structure under which SSUs can 

focus on serving business units as direct customers. SSUs can create, grow and sustain an internal 

market for their services and model themselves along the lines of service providers in the open 

market. Like corporate business functions, they can leverage opportunities across the enterprise 

and spread their costs and risks across a wider base. Unlike corporate business functions, they have 

fewer protections under the banner of strategic value and core competence. They are subject to 

comparisons with external service providers whose business practices, operating models and 

strategies they must emulate and whose performance they should approximate, if not exceed.  

When using the term Type II, this publication refers primarily to the IT service provider (whether 

it is part of an SSU or a separate department). 

Customers of Type II are business units under a corporate parent, common stakeholders and an 

enterprise-level strategy. What may be sub-optimal for a particular business unit may be justified 

by advantages reaped at the corporate level for which the business unit may be compensated. 

Type II can offer lower prices compared to external service providers by leveraging corporate 
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advantage, internal agreements and accounting policies. With the autonomy to function like a 

business unit, Type II providers can make decisions outside the constraints of business unit level 

policies. They can standardize their service offerings across business units and use market-based 

pricing to influence demand patterns. 

A successful Type II service provider can find itself in a position where it is able to provide its 

services externally as well as internally. In these cases they are both Type II and Type III service 

providers. In these cases it is important to make a strategic decision to provide services both 

externally and internally, and to set up the appropriate governance and management structures. 

This is not just a case of delivering existing services externally. 

Strategic and governance decisions include how the organization will account for the revenue, 

whether the IT organization will be divided into two units (one internal and one external), how IT 

will sell its services, ensuring that the original objectives of the service can still be met, while at 

the same time expanding their use to external customers (e.g. who gets priority when there are 

capacity issues?). 

Some business units may not be satisfied with the Type II provider, either because their 

expectations have not been prioritized by the overall business, or because they are dissatisfied with 

some aspect of the service quality. If these business units have funding, they may attempt to 

compete with theType II provider directly by creating órogueô or óshadowô IT organizations within 

the business unit. 

This is a governance issue, and is often not enforced by the organizationôs executives since the 

service structure of the organization is not well understood. This should not be confused with a 

formal hybrid service provider, in which Type I and II service providers co-exist within the same 

organization, one focusing on shared services, and the other focusing on BU-specific applications 

and services. 

In a hybrid Type I and II context, a key required competency is to be able to meet competing 

priorities and keep close to those departments who are not getting priority and to work with them 

to set expectations and provide what services are possible within their budgets. 

Industry-leading shared services units have successfully been spun off by their parents as 

independent businesses competing in the external market. They become a source of revenues from 

the initial charter of simply providing a cost advantage. 

Type III (external service provider) 

A Type III service provider is a service provider that provides IT services to external customers. 

The business strategies of customers sometimes require capabilities readily available from a Type 

III provider. The additional risks that Type III providers assume over Type I and Type II are 

justified by increased flexibility and freedom to pursue opportunities. Type III providers can offer 

competitive prices and drive down unit costs by consolidating demand. 

Certain business strategies are not adequately served by internal service providers such as Type I 

and Type II. Customers may pursue sourcing strategies requiring services from external providers. 

The motivation may be access to knowledge, experience, scale, scope, capabilities 

and resources that are either beyond the reach of the organization or outside the scope of a carefully 

considered investment portfolio. Business strategies often require reductions in the asset base, 

fixed costs and operational risks, or the redeployment of financial assets. 

Competitive business environments often require customers to have flexible and lean structures. 

In such cases it is better to buy services rather than own and operate the assets necessary to 

execute certain business functions and processes. For such customers, Type III is the best choice 

for a given set of services. 
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The experience of Type III providers is often not limited to any one enterprise or market. The 

breadth and depth of such experience is often the single most distinctive source of value for 

customers. The breadth comes from serving multiple types of customer or market. The depth 

comes from serving multiples of the same type. 

From a certain perspective, Type III providers are operating under an extended large-scale shared 

services model. They assume a greater level of risk from their customers compared to Type I and 

Type II. But their capabilities and resources are shared by their customers ï some of whom may 

be rivals. This means that rival customers have access to the same bundle of assets, thereby 

diminishing any competitive advantage those assets bestowed. At the same time, Type III service 

providers have greater freedom to select the business they want to be in. They are able to define 

their portfolio of services as narrowly or as broadly as they wish, and to decide not to offer certain 

type of service, or engage with certain types of customer. This allows them to be more agile and 

allows them to turn away business that might be risky. A further aspect of Type III service 

providers also needs to be noted. Many Type III service providers provide specific capabilities or 

activities that are used by a Type I or II service provider to support their services. For example, an 

IT organization may engage server administration services, so that they can focus on managing the 

applications. 
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/)  ) ¡wùº· Ĉ³v¾Õ ºþĉv¾å ½¹ ±¾Öù øĊăwæù ²ĊÑĀ£ ÿ ±¾ÉService Design 

 ćwĄÊ¸z üĊþ°úă ÿ ¢·wÅ¾ĉ¿ I¡wÕw{£½v IĈýwÆýv Üzwþù Ĉăºýwù¿wÅ ÿ ćÀĉ½ Ăùwý¾z ćv¾z Ăí ĈĉwĄ¤ĊõwÞå ĂÝĀú¬ù Ăz

 ìĉ āºþă¹ ôĊîÊ£E¢ùº· Fv½v ć¾¤Êù wz ¾¤Ąz ôùwÞ£ ¡½ºé ÿ ¾£đwz ¢ĊæĊí wz ¢ùº· ûj w£ ¹ĀÉ Ĉù ÷w¬ývt I¹ĀÉ Ă

)¹ĀÉ Ĉù Ă¤æñ ¡wùº· Ĉ³v¾Õ 

 ½¹ v½ ć¾¤Êù I¡wùº· ć¿wÅ ā¹wĊ~ ĂÅÿ¾~ ½¹ Ăí ¢Åv ćv Ă¤Æ«¾z ĈĉwĄ¤ĊõwÞå I¡wùº· Ĉ³v¾Õ I¾£ ā¹wÅ ¡½w{Ý Ăz

)¹ĀÉ ø¤· ÿv Ăz ¡wùº· ćwĄÉ¿½v Ĉùwú£ ÿ ºă¹ ½v¾é Àí¾ù 

º· ûw³v¾Õ )ºă¹ Ĉù ûwÊý ûwĉ¾¤Êù āwñºĉ¹ ¿v v½ ¡wùº· ÷¾å ÿ ¹¾îöúÝ ¡wùº· Ĉ³v¾Õ Iû¹¾í øÆ¬£ Ăz ¡wù

wĄýj )¹½vºý ¹Ā«ÿ ¿ÿ¾ùv ćwĊý¹ ½¹ wùÿÀõ Ăí ºý¿v¹¾~ Ĉù Ĉ£ĒîÊù ćv¾z Ĉĉwă ô³ āv½ ćÀĉ½ ±¾Õ ÿ û¹¾í ºþù āºÝwé 

 ćv¾z ¾ĉ¼~ ûwîùv Ĉ£wùº· Ăz ôĉº{£ v½ wĄýj ¢ĉwĄý ½¹ ÿ ºý¿v¹¾~ Ĉù ć½w¤å½ ćwăĀòõv ÿ wă¿wĊý ¾ĊÆæ£ ÿ āºăwÊù Ăz

 )ºþþí Ĉù āºþĉj 

ÿv¿ üĉv ¿v Ĉ¤éÿ ĈĉwývĀ£ ÿ āºÉ ĈöùwÞ£ Ĉ³v¾Õ ÿ óĀÎ´ù Ĉ³v¾Õ ¢þÅ üĉÀòĉw« ¡wùº· Ĉ³v¾Õ I¹ĀÉ Ĉù āwòý Ăĉ

 Ëw· ½ĀÕ Ăz )ºă¹ ówê¤ýv ¡wùº· üĊývĀé ćwĊý¹ Ăz v½ āºÉ ¡w{§v ĈöĊö´£ ÿ çĒ· Ĉ³v¾Õ ćwă Çÿ½ Ăí ¹½v¹ v½ üĉv

ûºùj ¹Ā«ÿ Ăz ć ĂúÊ¯¾Å Ăí ¹½v¹ ¹Ā«ÿ Ăz¾¬£ ÿ ôùwÞ£ ÿ ¹wÞzv üĊz Ĉîĉ¹Àý Ów{£½v  )ºýĀÉ Ĉù ĈöùwÞ£ Ĉ³v¾Õ 

Äĉÿ¾Å Ĉ³v¾Õ IT èåĀù ¡wĊz¾¬£ ¿v (Best Practice) Ĉù ¢ĊÞ{£Ić½wúÞù Ĉ³v¾Õ ôùwÉ ÿ ºþí üĊývĀé Iwăºþĉj¾å 

(Policies)ćºþù¿wĊý ü¤å¾ñ ¾Úý½¹ ÿ ¡vºþ¤Æù Iāºþĉj ć½w¬£ ćwă)¢Åv 

 ÿ ć¾¤Êù Ă¤ÅvĀ· wz èzwÖù v½ ¢ùº· øĊývĀ¤z Ăí ¢Åv üĉv ¡wùº· Ĉ³v¾Õ ¿v ãºă ÷ºé ìĉ Ăí ÿv ôĊù ćwþ{ù ¾z

 ôĊù èzwÖù wêĊé¹ ÿ ¾£ Ĉ¤zwé½ I¾£ºþÆ~ ć¾¤Êù āºÉ Ătv½v ¡wùº· Ă¬Ċ¤ý ½¹ Ăí øĊă¹ Ătv½v ¢Åÿv ¿wĊý ¿v ¾£v¾å

)ºÉ ºăvĀ· ć¾¤Êù 

 wz Ăí Ĉ¤ý¾¤þĉv üĊúă Ăí ºĉ¹ ºĊăvĀ· )ºĊþîz Ĉăwòý ¹Ā· ā¾ù¿ÿ½ Ĉñºý¿ Ăz ćv ĂÚ´õ )ºý½v¹ ¹Ā«ÿ w« Ăúă ¡wùº·

ºĊ¤Æă óĀâÊù ûj ÿ ûv½Ā¤Å½ IĈîýwz ¡wùº· IĈùĀúÝ ôêý ÿ ôú³ IìÉÀ~ )¢Åv Äĉÿ¾Å ĈÝĀý Ié Ăúă ĈĉwĄõw¨ù 

¿v ¢ùº· wĉ Äĉÿ¾Å ºþ¤Æă )üĉv ¡wùº· Ăz ā¿vºýv ćv Ĉñºý¿ ā¾ù¿ÿ½ wù v½ Ă¤å¾ñv¾å ºýv Ăí wù Ĉăwñ wĄýj v½ Ĉúý 

øĊþĊz )Ĉ·¾z ¿v üĉv ¡wùº· ½¹ yÆí ¢ĉwÑ½ ć¾¤Êù ¢ÆîÉ Ĉù ºý¹½Ā· wùv ûwþ°úă wz Ā£Ă« Ăz ¿wĊý ĂÞùw« 

óĀâÊù ¢ùº· Ĉă¹ þ¤Æă Ăí ºă¹ Ĉù ûwÊý èĊê´£ ìĉ )º3+"  ûwúñ wĊý¹ ½¹ äö¤¸ù ¡wùº· ûwñºþă¹ Ătv½v ¿v

 è{Õ Ăí ¢ÆĊõw³ ½¹ üĉv ÿ ºþăºĊù ½v¾é ¹Ā· ûwĉ¾¤Êù ½wĊ¤·v ½¹ v½ ¢ùº· üĉ¾¤Ąz ÿ Ăz¾¬£ üĉ¾¤Ąz Ăí ºþþí Ĉù
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 Ôêå I½wùj ÿ wă Ĉ¬þÅ¾Úý3" wÑ½ yö« Ăz èåĀù ûwýv ¿v ¾z ĈăvĀñ ºývĀ£ Ĉù ĂöuÆù üĊúă )ºýĀÉ Ĉù ć¾¤Êù ¢ĉ

 Ăz ¿wĊýE ¡wùº· Ĉ³v¾Õï Äĉÿ¾Å üĉvÀĉ¹F ºÉwz) 

¹ĀÉ Èåºă Ăz ć¾¤Êù ûºĊÅ½ Ăz ¾¬þù ¢ĉwĄý ½¹ Ăí ºÉwz ćÀĊ¯¾ă ºývĀ£ Ĉù ¢ùº· 

¹ĀÉ Ă¤Év¹ ¾Úý ½¹ Ăí Ă°ýj Ăz ć¾¤Êù ûºĊÅ½ Ăz ¾¬þù ¢ĉwĄý ½¹ Ăí ºÉwz Ĉ¤ĊõwÞå ¾ă ºývĀ£ Ĉù ¡wùº· Ĉ³v¾Õ) 

 ìĉ ¹w¬ĉv wĉ ìýwz ìĉ Ĉă¹ ¡wùº· āĀ´ý Ĉzwĉ¹v¾ĉv Iûv½Ā¤Å½ ìĉ ćĀþù ¹º¬ù Ĉ³v¾Õ ºývĀ£ Ĉù wă ¢ĊõwÞå üĉv

)ºÉwz Äĉÿ¾Å ĈÆíw£ ìĉ ¢ÅvĀ·½¹ ¾ĊÆù û¹¾í āw£Āí ćv¾z ĂýwéĒ· Çÿ½ 

Ĉù èö· ºĉº« Ĉ¤ùº· wĉ I¡wùº· Ĉ³v¾Õ ½¹Ĉù ¹Ā{Ąz ¹Ā«Āù ¢ùº· wĉ I¹ĀÉ)ºzwĉ 

¿ ¡wùº· Ĉ³v¾Õ āºúÝ ½ĀÕ Ăz ¢ùº· Ătv½v ćwĄăv½ ¿v Ĉîĉ ºÉwz Ă¤Év¹ øĊúÎ£ ûwù¿wÅ ìĉ Ăí ºĉj Ĉù ½wí Ăz Ĉýwù

 ÿ üæö£ Àí¾ù IĈ¤·v¹¾~ ÏĀ{é I¢ĉwÅ xÿ ôĊ{é ¿v v½ ¹Ā· ûwĉ¾¤Êù Ăzé wê£½v ºă¹ )ÿ wĉ ½¹ Ĉăwòý I¾òĉ¹ Éºĉw 

ìĉ ûwù¿wÅ ºăvĀ¸z Çÿ½ Ătv½v ¡wùº· Ăz ìĉ ¾Êé ¿v ù¤ùº· wĉ Ä~ )ºÊ¸z ¹Ā{Ąz v½ ¹Ā· ûwĉ¾¤Ê èö· ºĉº« Ĉ

Ĉù ¹Ā{Ąz ¹½v¹ ¹Ā«ÿ ûĀþív øă Ăí Ĉ¤ùº· wĉ ÿ ¹ĀÉ Ĉù)ºzwĉ 

 ¿v ćÿ ûwĊù üĉv ½¹ )ºăºĊù ÷w¬ýv ć¾¤Êù ćºþú¤ĉwÑ½ ÈĉvÀåv ¢Ą« ½¹ v½ ¹Ā· ÇĒ£ ÷wú£ ¡wùº· ±v¾Õ ìĉ

$ ć¾¤Êù ¡wêĊê´£ ¿v v½ ā¹wæ¤Åv üĉ¾¤ÊĊz wùv ¹¾ĊòĊù ā¾Ąz ĈýĀñwýĀñ ćwă½vÀzvuser researchôzwê¤ù ë½¹ ÿ #  Ĉù

 óĀ³ wăºþĉv¾å ÿ wă Ăùwý¾z ÿ ¹½v¹ ½v¾é Àí¾ù ½¹ ¢ùº· Ĉ³v¾Õ ô³v¾ù Ĉùwú£ ½¹ ¡wùº· ¿v āºþþí ā¹wæ¤Åv )¹¾z

)ºþ·¾¯ Ĉù ûj ½Ā´ù 

)¹ĀÉ Ĉù ûwù¿wÅ ìĉ ¢ĊêåĀù Ă¬Ċ¤ý ½¹ ÿ ć¾¤Êù ćºþú¤ĉwÑ½ ÈĉvÀåv Ăz ¾¬þù ¢ĉwĄý ½¹ wă Ăùwý¾z üĉv Ĉùwú£ 

¢ùº· ¾úÝ Ă·¾¯ ôí ¿v Ăö³¾ù ìĉ ¢ùº· Ĉ³v¾Õ yÆí ¾ĊĊâ£ ºþĉv¾å ½¹ øĄù ôùwÝ ìĉ ÿ Èêý )¢Åv ½wíÿ

yÆí ¾ĊĊâ£ ºþĉv¾å ½¹ ¢ùº· Ĉ³v¾ÕĈù v½ ½wíÿ5¹¾í äĉ¾Þ£ ¾ĉ¿ ôîÉ Ăz ûvĀ£ 

ć½wúÞù ôùwÉ I¡wÝĒÕv ć½ÿwþå ¡wùº· Ăýv½ÿjĀý ÿ yÅwþù Ĉ³v¾ÕĂz I¡vºþ¤Æù ÿ wĄ¤ÅwĊÅ Iwăºþĉv¾å Iwă Üå½ ½ĀÚþù

yÆí āºþĉj ÿ ć½w« āºÉ èåvĀ£ ćwă¿wĊý)½wíÿ 

½jûwù¢ùº· Ĉ³v¾Õ ãvºăv ÿ ĈöÍv ćwă   5¿v ºþ£½w{Ý 

Á Ăz ¡wùº· Ĉ³v¾ÕyÆí āºÉ èåvĀ£ ªĉw¤ý Ăz ûºĊÅ½ ½ĀÚþù½wíÿ 

Á ¢ùº· ¾úÝ Ă·¾¯ Ĉýw{Ċ¤Ê~ ćv¾z Ĉĉwăºþĉv¾å Ĉ³v¾Õ 
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Á ¡v¾Õw¸ù ¢ĉ¾ĉºù ÿ ĈĉwÅwþÉ 

Á ¢·wÅ¾ĉ¿ Ĉ³v¾ÕĂùwý¾z IÔĊ´ù Iwăÿwþå ¢Ċözwé ÿ ¡wÝĒÕv ā¹v¹ Üzwþù ÿ ć¹¾z½wí ćwăĂz ¡wÝĒÕv ć½¡½ĀÍ 

äÖÞþù ÿ üúĉv 

Á Çÿ½ ÿ wă½wĊÞù Ĉ³v¾Õā¿vºýv ćwăć¾Ċñ 

Á Ăùwý¾z ć½vºĄòý ÿ ºĊõĀ£¢ÅwĊÅ Iwăºþĉv¾å Iwăć½wúÞù Iwă¹½vºýw¤Åv IwăxĀ¯½w¯ IwăĂz ë½vºù ÿ wă ½ĀÚþù

ĈæĊí ¡wÝĒÕv ć½ÿwþå ćwă½wîăv½ û¹¾í Ĉýw{Ċ¤Ê~ 

Á ¡½wĄù ĂÞÅĀ£¡wÝĒÕv ć½ÿwþå ½¹ ¢Ċözwé ÿ wă 

Á  ìúí¡wÝĒÕv ć½ÿwþå ¢ùº· ¢ĊæĊí ½¹ Ĉöí ¹Ā{Ąz Ăz 

ĂÝĀú¬ù wz ¢ùº· Ĉ³v¾Õćºþù¿wĊý ¿v ćvyÆí ćwăĈù ûwĉw~ ¢ùº· ½wîăv½ ìĉ ĂÞÅĀ£ wz ÿ ¿wáj ½wíÿ Ăí ºzwĉ

Ăzćºþù¿wĊý ÿ ªĉw¤ý Ăz ĈzwĊ¤Å¹ ½ĀÚþùÆí ćwăy ¢ùº· Ĉ³v¾Õ Ă¤Æz Ătv½v ÿ ½wíÿ ê¤ýv Ăö³¾ù Ăz ôĉĀ´£ ćv¾z ów

āºÉ Ĉ³v¾Õ I¢ùº· )¢Åv 

~Ăz¾Î´þù ĂþĊù¿ ªþ5¿v ºþ£½w{Ý ¢ùº· Ĉ³v¾Õ ¹¾å 

Á ºĉº« wĉ Ă¤åwĉ¾ĊĊâ£ ¢ùº· ćwă½wîăv½ 

Á ø¤ÆĊÅ ÿ wă½vÀzv¢ùº· º{Å ËĀÎ¸z ¢ùº· ¢ĉ½ºù ćwă 

Á ć½wúÞùø¤ÆĊÅ ÿ ćÁĀõĀþî£ ćwă¢ĉ¾ĉºù ćwă 

Á Èêý Iwăºþĉv¾å¢Ċözwé ÿ wăwă 

Ĉù ¢ùº· Ĉ³v¾Õ ½¹Ăz Üùw« Çÿ½ ìĉ ¢Æĉwz ÿ ¡w{§ üĊúÒ£ ½ĀÚþù¢ĊõwÞå Ĉùwú£ ½¹ Ĉò¯½w îĉºþĉj¾å ÿ wă ćwă

yÆí Ătv½v I¡wÝĒÕv ć½ÿwþå Ăz xĀ· ¢ùº· Ĉ³v¾Õ )ºÅ¾z ºĊĉm£ Ăz I¢ĊæĊí ÿ ¹¾îöúÝ wz Ô{£¾ù wĄ¤ýv Ăz wĄ¤ýv ½wíÿ

 ½wĄ¯ ¿v ā¹wæ¤Åv ½¹ Ĉĉv½wí ÿ ĈÊ¸z¾§vP 5¹½v¹ Ĉò¤Æz Ĉ³v¾Õ 

Á $ ¹v¾åvPeople¡½wĄù I¹v¾åv 5#¢Ċ³ĒÍ ÿ wăùº· ë½vº£ ½¹ wăĈù āºýw¬þñ ¡wÝĒÕv ć½ÿwþå ¡w)¹ĀÉ 

Á $ ¡đĀÎ´ùProductsø¤ÆĊÅ ÿ ćÁĀõĀþî£ 5# ā¹wæ¤Åv ¡wÝĒÕv ć½ÿwþå ¡wùº· ôĉĀ´£ ½¹ Ĉ¤ĉ¾ĉºù ćwă

Ĉù)¹ĀÉ 

Á $ wăºþĉv¾åProcessesÈêý Iwăºþĉv¾å 5#¢ĊõwÞå ÿ wăĈù āºýw¬þñ ¡wÝĒÕv ć½ÿwþå ¡wùº· ë½vº£ ½¹ wă)¹ĀÉ 

Á $ ûv½wîúăPartnersIûwñºþÉÿ¾å 5# üĊùm£ ÿ ûwñºý¿wÅ ć½wîúă v½ ¡wÝĒÕv ć½ÿwþå ¢ùº· ë½vº£ ûwñºþþí

Ĉù Ĉýw{Ċ¤Ê~ ÿ)ºþþí 
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 ¢ùº· ïĀõw£wí ¢ĉ¾ĉºù.SCM 

ôĉĀ´£ ¡wÝĒÕv ć½ÿwþå ¡wùº· ¹½Āù ½¹ ¡wÝĒÕv ćÀí¾ù Ü{þù ¢ùº· ïĀõw£wíyÆí Ăz āºÉĂz ½wíÿûwù¿wÅ ĂöĊÅÿ 

Ĉù ĂĊ{Þ£ āºþă¹ Ătv½vā¿Ā³ Ăîþĉv üĊúÒ£ )ºþíyÆí ćwăĈù ½wíÿ ¡wùº· ûj ÷ÿvºù ÿ èĊé¹ ¾ĉĀÎ£ ìĉ ºþývĀ£

ûj ¢ĊÞÑÿ ÿ ¡wĊtÀ« IÃ¾¤Å¹ ½¹ ¡wÝĒÕv ć½ÿwþå)ºþþĊ{z v½ wă 

 ¢Åv āºÉ èåvĀ£ ¡wùº· Ĉùwú£ ¹½Āù ½¹ ÷ÿvºù ÿ ¹¾æþù ¡wÝĒÕv Ü{þù ìĉ Ătv½v I¢ùº· ïĀõw£wí ¢ĉ¾ĉºù ¿v ãºă

Ăz ½Āí¼ù ¢ùº· Ăîþĉv üĊúÒ£ ÿÅ¹ Ăí ĈýwÆí ćv¾z ĈÞĊÅÿ ½ĀÕûj ĈÅ¾¤ôzwé ¢Åv āºÉ ºĊĉm£ ûj Ăz wă Ã¾¤Å¹

)¢Åv 

 ºþĉv¾å ćºĊöí ¡wÝĒÕvSCM yÆí ÿ ¢ùº· º{Å ¿v ¡wÝĒÕv üĉv ĈöÍv ć¹ÿ½ÿ )¹½v¹ ½v¾é ¢ùº· ïĀõw£wí ½¹ ½wíÿ

yÆí Ów{£½v ¢ĉ¾ĉºù ćwăºþĉv¾å èĉ¾Õ ¿vĈù ôÍw³ ¢ùº· ²ÖÅ ¢ĉ¾ĉºù wĉ ½wíÿ)¹ĀÉ 

 ¢ùº· ²ÖÅ ¢ĉ¾ĉºù/SLM 

SLM å ¡wùº· ãvºăvyÆí wz v½ yÅwþù ¡wÝĒÕv ć½ÿwþó¹w{£ ½wíÿĈù ºþ¤Æù ÿ èåvĀ£ I¾Úý Ä Å ÿ ºþí

Ç½vÀñôĉĀ´£ ¡wùº· ĂÆĉwêù ËĀÎ· ½¹ ĈĉwăĈù Ĉõ¾¤þí ÿ ĂĊĄ£ āºÉ èåvĀ£ ¢ùº· ²ÖÅ wz āºÉ)ºĉwúý 

 ºþĉv¾å ¿v ãºăSLM ûj Ĉĉv½wí ÿ Ĉ£wĊöúÝ ¡wùº· ÷wú£ Ăí ¢Åv ÛĀÑĀù üĉv üĊúÒ£Ăå¾³ āĀĊÉ ìĉ wz wăÿ ćv 

ā¿vºýv ¡wÝĒÕv ć½ÿwþå ûwù¿wÅ ôí ½¹ ½vºĉw~Ç½vÀñ ÿ ¡wùº· ÿ āºÉ ć¾Ċñ ÿ ûwĉ¾¤Êù ćwă¿wĊý āºÉºĊõĀ£ ćwă

yÆí)¢Åv ā¹v¹ ÈÉĀ~ ½wíÿ 

ĂĊĄ£ ĈöÍv ¡wÝĒÕv ºþĉv¾å ÔÅĀ£ āºÉSLM $ ¢ùº· ²ÖÅ ĂùwþêåvĀ£ ôùwÉ0SLA Ĉ£wĊöúÝ ²ÖÅ ĂùwþêåvĀ£ I#
1OLA ĂùwþêåvĀ£ ¾òĉ¹ üĊþ°úă IĈýw{Ċ¤Ê~ ćwă$ ¢ùº· ¹Ā{Ąz Ăùwý¾z ºĊõĀ£SIP#2 )¢Åv ¢ùº· ¢ĊæĊí Ăùwý¾z ÿ 

¢Ċå¾Ù ¢ĉ¾ĉºù3 

yÆí ¢Ċå¾Ù ¢ĉ¾ĉºù ôùwÉ ¢Ċå¾Ù ¢ĉ¾ĉºùĂæõoù ÿ ¡wùº· I½wíÿ ôùwÝ ìĉ )¢Åv ¢ùº· ¾úÝ Ă·¾¯ ĈÕ ½¹ wă

)¢Åv Ĉ³v¾Õ Ăö³¾ù ½¹ ûj Ăz Ă«Ā£ ¿v ûwþĊúÕv I¢Ċå¾Ù ¢ĉ¾ĉºù ½¹ ¢ĊêåĀù ćºĊöí 

                                                           
̺ service catalog management 
̻ service level management 
̼ service level agreement 
̽ operational level agreement 
̾ service improvement plan 
̿ capacity management 



.+ 

 

 Ătv½v ¢Ċå¾Ù ¢ĉ¾ĉºù ãºă Ów{£½v ½¹ I¢Ċå¾Ù ÿ ¹¾îöúÝ wz Ô{£¾ù ôtwÆù Ĉùwú£ ćv¾z ¢ĉ¾ĉºù ÿ Ă«Ā£ ĂÖêý ìĉ

yÆí āºÉ èåvĀ£ ćwăwÑwê£ wz ¡wÝĒÕv ć½ÿwþå ¢Ċå¾Ù û¹v¹ èĊ{Ö£ ÿ ¡wùº· ÿ Üzwþù wz)¢Åv ½wíÿ 

$ ¢Ċå¾Ù ¢ĉ¾ĉºù Ĉ£wÝĒÕv ø¤ÆĊÅCMIS#4  ½¹ ¹Ā«Āù ¡wÝĒÕv )¢Åv ¢Ċå¾Ù ¢ĉ¾ĉºù ºþĉv¾å ¢ĊêåĀù ÃwÅv

CMIS ĂzÇ½vÀñ ë½vº£ ÿ ĂĊĄ£ ćv¾z ¢Ċå¾Ù ¢ĉ¾ĉºù ćwăºþĉv¾å ¾ĉ¿ ĂöĊÅÿ Ăùwý¾z Ăöú« ¿v Ĉ¤ĉ¾ĉºù ÿ Ĉþå ćwă

Ĉù ôĊö´£ ÿ ā¾Ċ·» ¢Ċå¾Ù)ºýĀÉ 

Ã¾¤Å¹ ¢ĉ¾ĉºùć¾ĉ¼~,+ 

Ã¾¤Å¹ ¢ĉ¾ĉºù ¿v ãºăÃ¾¤Å¹ wz Ô{£¾ù IôtwÆù Ĉùwú£ ćv¾z ¢ĉ¾ĉºù ÿ Ă«Ā£ ĂÖêý ìĉ Ătv½v ć¾ĉ¼~ĉ¼~ ½¹ Ić¾

 I¡wùº· wz Ów{£½vĂæõoùÃ¾¤Å¹ ãvºăv Ăí ÛĀÑĀù üĉv üĊúÒ£ IÜzwþù ÿ wăĂþĊù¿ Ĉùwú£ ½¹ ć¾ĉ¼~Ăz wă¢Å¹ùj āº

ā¿vºýv ÿćºþù¿wĊý wz ãvºăv ¿v Ăîþĉv ÿ ¢Åv āºÉ ć¾ĊñyÆí āºþĉj ÿ ć½w« āºÉ èåvĀ£ ćwă ĈÉÿ½ èĉ¾Õ ¿v ½wíÿ

ûÿ¾êùĂz)¢Åv Ă¤å½ ¾£v¾å wĉ ÿ āºÉ ā¹v¹ èĊ{Ö£ Ăå¾Í 

Ã¾¤Å¹ ¢ĉ¾ĉºùĈù ć¾ĉ¼~ĂþĊĄz Ăz ÿ º¤æĊz çwæ£v Ă¤ÅĀĊ~ ²ÖÅ ÿ¹ ½¹ ¢ÆĉwzĂz ÿ ºÅ¾z ¾ú¤Æù ć¿wÅ ĈÊþí ½ĀÕ

Ã¾¤Å¹5¢Åv ±¾Öù ćºĊöí Ă{þ« ÿ¹ )ºÊ¸z ¹Ā{Ąz v½ ûj Ĉýw{Ċ¤Ê~ ûwù¿wÅ ÿ ¡wÝĒÕv ć½ÿwþå ¡wùº· ć¾ĉ¼~ 

Á ¢ĊõwÞåā¿vºýv I¡½wÚý 5ĈÊþívÿ ćwăçwæ£v ¢ĉ¾ĉºù ÿ ôĊö´£ Ić¾ĊñĈÉwý ¡ĒîÊù ÿ wă¹vºĉÿ½ Iwă ÷ºÝ ¿v 

)¢ùº· ć¾ĉ¼~ Ã¾¤Å¹ 

Á ¢ĊõwÞåĂùwý¾z 5ĈÊþí ćwăÃ¾¤Å¹ #ĂýwþĊ{ÊĊ~$ ĈÊþí ¹Ā{Ąz ÿ ¹wĄþÊĊ~ IĈ³v¾Õ IćÀĉ½)ć¾ĉ¼~ 

¢ĊõwÞåÃ¾¤Å¹ ¢ĉ¾ĉºù ćwăĈù ć¾ĉ¼~¢ÉvºĄòý IûwþĊúÕv ¢Ċözwé IĈÅ¾¤Å¹ ¢Ċözwé ¢Æĉwz· ÿ ć¾ĉ¼~ ¢ùº

Ăz ºă¹ ½v¾é ¾Úýºù ivÀ«v ÿ ¢ùº· ²ÖÅ ÿ¹ ¾ă ½¹ ć¾ĉ¼~å ËĀÎ·¢ĊõwÞyÆí Ĉ£wĊ³ äĉwÙÿ Ăí Ĉĉwă v½ ½wíÿ

Ĉù Ĉýw{Ċ¤Ê~)ºþí 

$ ¡wÝĒÕv ć½ÿwþå ¡wùº· ¾ú¤Æù ¢ĉ¾ĉºùITSCM#,, 

ûwúăyÆí ćwăºþĉv¾å ¿v ć½wĊÆz ĈöÍv iÀ« ćÁĀõĀþî£ Ăí ĂýĀñ wz ÿ ¾ú¤Æù ¡wÝĒÕv ć½ÿwþå I¢Åv ½wíÿ

Ã¾¤Å¹yÆí ¡wĊ³ ćv¾z đwz ć¾ĉ¼~ùvºév äĉ¾Þ£ wz øĄù üĉv )¢Åv øĄù ½wíÿĂþĉÀñ ÿ ā¾Õw¸ù Èăwí ¡w¿wz ćwă Ĉzwĉ

ôzwé¢Ċözwé ÷ÿvºù ¢ÉvºĄòý )¢Åv ĈzwĊ¤Å¹)ºýwúz Ĉéwz v½wí Ăí ĈÕ¾É Ăz ¢Åv ć½ÿ¾Ñ Ĉzwĉ¿wz ćwă 

                                                           
̀ capacity management Information System 
̸̷ accessibility management  
̸̸ IT Service Continuity Management 



., 

 

 ¿v ãºăITSCM ¢Ċözwé ¢ÉvºĄòýĂz ¡wÝĒÕv ć½ÿwþå ¡wùº· ½¹ ¾ú¤Æù Ĉzwĉ¿wz ćwăèĊ{Ö£ ½ĀÚþù  Iwă¿wĊý

yÆí ā¹ÿº´ù ÿ ¡w«wĊ¤³vÅv āºÉ èåvĀ£ ½wíÿ)¢ 

ITSCM Ăz ¢Åv ¾úÝ Ă·¾¯ óĀÕ ½¹ ¡wùvºév ¿v ć¾Å ìĉìĉ ćv¾z IĂîþĉv üĊúÒ£ ½ĀÚþùĂùwý¾z ½wz ÿ Ĉzwĉ¿wz ćwă

ĂÞÅĀ£ ½v¾ú¤ÅvĂùwý¾z IºþÉwz Ă¤åwĉĂùwý¾z wz ½Āí¼ù ćwăyÆí ½v¾ú¤Åv ćwă¢ĉĀõÿv ÿ ½wíÿyÆí ćwăÖþù ½wíÿ Ăòý è{

Ĉù Ă¤Év¹)ºýĀÉ 

 

$ ¡wÝĒÕv ¢Ċþùv ¢ĉ¾ĉºùISM#,- 

ISM ĈùĂÝĀú¬ù ¢í¾É ¢Ċúíw³ )¹¾Ċñ ½v¾é Ă«Ā£ ¹½Āù ¢í¾É ¢Ċúíw³ ½w¤·wÅ ôí xĀ¯½w¯ ½¹ ¢Æĉwz ¿v ćv

¢ĊõĀuÆùāĀĊÉ ÿ wă¢uĊă ÿ ºÉ½v ¢ĉ¾ĉºù ÔÅĀ£ Ăí ¢Åwă ĈzwĊ¤Å¹ üĊúÒ£ IìĉÂ£v¾¤Åv ¢ĉvºă Ătv½v ãºă wz ā¾ĉºù

wþù ûj È¸z¾§v ā¹wæ¤Åv ºĊĉm£ ÿ ¡v¾Õw¸ù yÅwþù ¢ĉ¾ĉºù ¡w{§v Iãvºăv ĂzĈù Ă¤å¾ñ ½wí Ăz Ă¯½w îĉ Üz)¹ĀÉ 

 ºþĉv¾å ãºăISM yÆí ¢Ċþùv wz ¡wÝĒÕv ć½ÿwþå ¢Ċþùv èĊ{Ö£ ¢Ċþùv Ăí ÛĀÑĀù üĉv üĊúÒ£ ÿ ¢Åv ½wíÿ

¢ĊõwÞå ÿ ¢ùº· Ĉùwú£ ½¹ ¡wÝĒÕvĂz ¢ùº· ¢ĉ¾ĉºù ćwă5Ăí ć½ĀÕ Ăz )¢Åv āºÉ ¢ĉ¾ĉºù ĈÊ¸z¾§v ¡½ĀÍ 

Á ôzwé ÿ Ã¾¤Å¹ ½¹ ¿wĊý¹½Āù ûwù¿ ½¹ ¡wÝĒÕvvÃ¾¤Å¹$ ºþ¤Æă ā¹wæ¤Å)#ć¾ĉ¼~ 

Á ôzwé ¹½v¹ v½ ûj ü¤Æýv¹ ā¿w«v Ăí ĈÆí ćv¾z wĄþ£ ¡wÝĒÕv)#Ĉòýwù¾´ù$ ¢Åv āºÉ ½wîÉj ÿ āºăwÊù 

Á Ăz ¡wÝĒÕv)#Ĉò¯½w îĉ$ ¢Åv āºÉ ¢Ùwæ³ ¿w¬ù¾Ċá ±ĒÍv ¾zv¾z ½¹ èĊé¹ ÿ ôùwí ¡½ĀÍ 

Á Èþív¾£yÆí ćwăĈù ¡wÝĒÕv ó¹w{£ üĊþ°úă I½wíÿw{¤Ýv ºĊĉm£ ºývĀ£#½wîýv ÷ºÝ ÿ ¢´Í$ ¹ĀÉ ½. 

ISM ĈùĂÝĀú¬ù wz āv¾úă v½ Ĉöí ¢ÅwĊÅ ìĉ ¢Æĉwzó¾¤þí ¿v ćv ¢ĉ¾ĉºù ¡wÝĒÕv ø¤ÆĊÅ ìĉ ½¹ Ĉýw{Ċ¤Ê~ ćwă

v ¢Ċþù¢ÅwĊÅ wz Ăí Ă¯½w îĉćÂ£v¾¤Åv ÿ wăyÆí ćwă)ºĉwúý v¾«v ÿ Øæ³ I¢Åv āºÉ ā¹v¹ ¢êzwÖù ½wíÿ 

üĊùm£ ¢ĉ¾ĉºùāºþþí 

üĊùm£ ¢ĉ¾ĉºù ºþĉv¾åþþíüĊúÒ£ āºüĊùm£ Ăí ¢Åv ÛĀÑĀù üĉv āºþþíĂtv½v ¡wùº· ÿ ûwñºþþíÔÅĀ£ āºÉ ûj wă

ĂzyÆí ¡v½wÚ¤ýv ÿ ¡wÝĒÕv ć½ÿwþå ¢ùº· ãvºăv Ĉýw{Ċ¤Ê~ ½ĀÚþùĈù ¢ĉ¾ĉºù ½wíÿ)ºýĀÉ 

                                                           
̸̹ information security management 



.- 

 

üĊùm£ ¢ĉ¾ĉºù ºþĉv¾å ¿v ãºăüĊùm£ ¿v óĀ~ yõwé ½¹ Ç¿½v yÆí āºþþíüĊùm£ Ăîþĉv üĊúÒ£ ÿ ûwñºþþí ûwñºþþí

½¹ ĂùwþêåvĀ£ ÿ wă¹v¹½v¾é ½¹ ©½ºþù ãvºăv ćw¤Åv½)ºþþí ÷vºév Ôĉv¾É ÿ ¹wæù Ĉùwú£ ¢ĉwÝ½ wz wă 

üĊùm£ ÿ ¹v¹½v¾é ā¹v¹ āwòĉw~üĊùm£ ¹½Āù ½¹ ¡wÝĒÕv Ĉ£wĊ³ Ü{þù ìĉ āºþþíĈù ÿ ¢Åv wă¹v¹½v¾é ÿ ûwñºþþíz ¢Æĉw

üĊùm£ ¢ĉ¾ĉºù ćv¾z ÷¿đ ¡wÝĒÕv Ĉùwú£ ôùwÉ ÿ wă¹v¹½v¾é Iûwñºþþí)ºÉwz ĂÕĀz¾ù ¡wùº· 

¢ĊõwÞå¢ùº· Ĉ³v¾Õ Ăö³¾ù ćºĊöí ćwă 

Á Üú«ćºþù¿wĊý ĈÅºþĄù ÿ ôĊö´£ Ić½ÿjyÆí ćwăĂz Ăîþĉv üĊúÒ£ ÿ ½wíÿāºÉ ºþ¤Æù ±ĀÑÿ)ºýv 

Á ā¿vºýv ÿ ¡wÝĒÕv Iwăºþĉv¾å IćÁĀõĀþî£ Iwă½wîăv½ ĂÞÅĀ£ ÿ Ĉ³v¾Õć¾Ċñ)yÅwþù ¢ùº· ćwă 

Á ±¾Õ Ĉùwú£ ć¾òý¿wz ÿ ºĊõĀ£ăºþĉv¾å ćwă)¢ùº· Ĉ³v¾Õ Ăz ÓĀz¾ù ë½vºù ÿ w 

Á Èêý ¾òĉ¹ wz ôùwÞ£¢ĊõwÞå ÿ wăĂùwý¾z ćwă)Ĉ³v¾Õ ÿ ćÀĉ½ 

Á ¢ÅwĊÅ ÿ Ĉ³v¾Õ ë½vºù Øæ³ ÿ ºĊõĀ£)wă 

Á )¡wùº· ÿ Ĉ³v¾Õ ćwăºþĉv¾å Ĉùwú£ ā¾Õw¸ù ¢ĉ¾ĉºù 

Á ¢ÅwĊÅ ÿ ¢í¾É Ĉùwú£ wz èĊ{Ö£ăćÂ£v¾¤Åv ÿ w¡wÝĒÕv ć½ÿwþå ćwă. 

 

 The objectives of service design  

The main objective of the service design stage can be defined as:  

The design of appropriate and innovative IT services, including their architectures, 

processes, policies and documentation, to meet current and future agreed business 

requirements.  

There are five individual aspects of service design. These are:  

..New or changed services  

..Service management systems and tools, especially the service portfolio, including the 

service catalogue  

..Technology architecture and management systems  

..The processes required  

..Measurement methods and metrics  

 

 The service design stage of the lifecycle starts with a set of new or changed business 

requirements and ends with the development of a service solution designed to meet the 

documented needs of the business. This developed solution is then passed to service transition 

to evaluate, build, test and deploy the new or changed service.  

Other objectives include:  

..Design services to satisfy business objectives, based on the quality, compliance, risk and 

security requirements, delivering more effective and efficient IT and organisation solutions 

and services aligned to organisational needs  
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..Design services that can be easily and efficiently developed and enhanced within appropriate 

timescales and costs and, wherever possible, reduce, minimise or constrain the long term 

costs of service provision  

..Design efficient and effective processes for the design, transition, operation and improvement 

of high quality IT services, together with the supporting tools, systems and information, 

especially the service portfolio, to manage services through their lifecycle  

..Design secure and resilient IT infrastructures, environments, applications and data/information 

resources, and capability, that meet the current and future needs of the organisation  

..Design measurement methods and metrics for assessing the effectiveness and efficiency of the 

design processes and their deliverables  

..Produce and maintain IT plans, processes, policies, architectures, frameworks and documents 

for the design of quality IT solutions, to meet current and future agreed organisation needs  

..Assist in the development of policies and standards in all areas of design  

..Develop the skills and capability within IT by moving strategy and design activities into 

operational tasks, making effective and efficient use of all IT service resources  

..Contribute to the improvement of the overall quality of IT service within the imposed design 

constraints, especially by reducing the need for reworking and enhancing services, once 

they have been implemented in the live environment  

Value to the organisation of service design  

..Agreeing service targets across the whole organisation, ensuring critical business processes 

receive most attention  

..Measuring IT quality in these business terms, reporting what is relevant to users (e.g. customer 

satisfaction, business value)  

..Appropriate mapping of the IT infrastructure to the business processes  

..Providing end to end business focused performance monitoring and measurement  

..Periodic reporting against targets 

Reduced Total Cost of Ownership (TCO)  

..Improved quality of service  

..Improved consistency of service  

..Easier implementation of new or changed services  

..Improved service alignment  

..More effective service performance  

..Improved IT governance  

..More effective service management and IT process  

..Improved information and decision making 

The four Ps of service design  
ITIL, in particular service design, is built primarily upon the four Ps. 
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In order to deliver the benefits of service management and ITIL, these  ̻Ps need to overlap each 

other, a popular misconception is that  ̸P will fix all the rest, and many organisations believe 

this is the product. There has to be a balance of all  ̻Ps to ensure the right mix for the 

appropriate design.  

Many designs, plans and projects fail through a lack of preparation and management. The 

implementation of ITIL service management as a practice is about preparing and planning the 

effective and efficient use of the four Ps: the People, the Processes, the Products (services, 

technology and tools) and the Partners (suppliers, manufacturers and vendors). 

Service design processes  

..Service level management  

..Capacity management  

..Availability management  

..IT service continuity management  

..Information security management  

..Service catalogue management  

..Supplier management  

Service level management  

Why have service level management?  

As organisations become increasingly dependent on IT, they demand a higher quality of service. 

By creating an IT service management strategy, organisations are able to maximise end user 

productivity, improve operational effectiveness and enhance overall business performance. 

Additionally, the effort creates a forum for communication between the IS organisation and the 

business units. Also an ITSM strategy provides the basis for integrating IT measurement into 

operational and strategic IT management. In most cases, however, service management is not 

well defined or not defined at all.  
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Service level management principles form the basis on how to contribute to an ITSM culture to 

ensure that the right services with the appropriate quality are delivered, at the right cost to end 

users.  

Although Service Level Management (SLM) is focused heavily on CSI, this process also plays a 

major part in the service design book, especially its involvement in service catalogue 

management and supplier management.  

The objectives of service level management  

To maintain and improve IT service quality, through a constant cycle of agreeing, monitoring 

and reporting upon IT service achievements and instigation of actions to eradicate poor service ï 

in line with business or cost justification. Through these methods, a better relationship between 

IT and its customers/users can be developed.  

..Define, document, agree, monitor, measure, report and review the level of IT services 

provided  

..Provide and improve the relationship and communication with the business/customer  

..Ensure that specific and measurable targets are developed for all IT services  

..Monitor and improve customer satisfaction  

..Ensure that IT and the customers have a clear and unambiguous understanding of the level of 

service to be delivered  

..Ensure that improvements to the levels of service are implemented wherever the service is failing, 

and the that these improvements are cost justified . 
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The activities of service level management  

Identification  

..Analysing current services and service level requirements  

..Recording the current service provision in a service catalogue  

Definition  

Matching and customising (with the customer) of the right service provision against the right 

costs:  

..Service catalogue  

..Demands of the customer (service level requirements)  

Agreement (defining and signing SLAs)  

..Service Level Agreements, supported by: Operational Level Agreements (OLAôs) and 

underpinning contracts  

Monitoring  

..Measuring the actual service levels against the agreed service levels  

Reporting  

..Reporting on the service provision (to the customer and the IT organisation)  

Evaluation (review)  

..Evaluate the service provision with the customer  
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..Match and customise: adjust service provision if required? (service improvement 

plan/programme, service quality plan)  

..Match and customise: adjust SLA if required? 

The Terminology of service level management  

SLR (Service Level Requirements)  

..Detailed recording of the customersô needs  

..Blueprint for defining, adapting and revising of services  

Service spec sheets (service specifications)  

..Connection between functionality (externally/customer focused) and technicalities 

(internally/IT organisation focused)  

Service catalogue  

Service level management must ensure that a service catalogue is produced, maintained and 

contains accurate information on all operational services and those ready for deployment. A 

service catalogue is a written statement of all current and available IT services, default levels and 

options.  

SLA (Service Level Agreement)  

The written agreement between the provider and the customer (organisation representative).  

Service level achievements  

The service levels that are realised.  

SIP (Service Improvement Plan)  

This is a formal plan or program that is developed when the IT service provider is not currently 

delivering a service that meets the legitimate Service Level Requirements (SLRôs) of the 

business representative or when greater cost effectiveness is achievable. The SIP should include 

clear milestones, which will enable the business representative to judge whether or not timely 

progress is being made.  

SQP (Service Quality Plan) ï not specifically an SLM term, but strategically linked  

This plan underlies the service strategy, detailing the internal targets to be achieved within an 

agreed period, typically one to two years, to improve agreed service levels and the business 

perception of service quality:  

..Management information for steering the IT organisation  

..Process parameters of the service management processes and the operational management  

..Key performance indicators:  

zzIncident management ï resolution times for levels of impact  

zzChange management ï processing times and costs of routine changes  

OLA (Operational Level Agreement)  

A written agreement with another internal IT department to support the SLA.  

UC (Underpinning Contract)  

A written agreement with an external IT supplier. 
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Capacity management  

Why have capacity management?  

Every application makes its own demands on the IT environment. Some are unavoidable, such as 

the continuing spread of applications for Enterprise Resource Planning (ERP), supply chain 

management or human resources management. Also, new applications are emerging (e.g. those 

employing multimedia content) that will impact IT with their heavy demands for bandwidth. 

Finally, additional applications are required to support the growing IT infrastructure of an 

organisation (e.g. remote storage of back up data).  

Failure to consider these issues will lead to negative effects on the business, as the capacity of the 

IT environment simply does not match the requirements of the business.  

..Balancing costs and supply against demand  

..Balancing costs against resources needed  

The objectives of capacity management  

The capacity management process understands the business requirements (the required service 

delivery), the organisationôs operation (the current service delivery) and the IT infrastructure (the 

means of service delivery). It ensures that all the current and future capacity and performance 

aspects of the business requirements are provided cost effectively.  

The activities of capacity management  

Business capacity management: This sub-process is responsible for ensuring that the future 

business requirements for IT services are considered, planned and implemented in a timely fashion. 

This can be achieved by using the existing data on the current resource utilisation by the various 

services to trend, forecast or model the future requirements. These future requirements come from 

business plans outlining new services, improvements and growth in existing services, development 

plans etc.  

Service capacity management: The focus of this sub-process is the management of the 

performance of the live, operational IT services used by the customers. It is responsible for 

ensuring that the performance of all services, as detailed in the targets in the SLAs and SLRs, are 

monitored and measured, and that the collected data is recorded, analysed and reported. As 

necessary, action is taken to ensure that the performance of the services meets the business 

requirements. This is performed by staff with knowledge of all the areas of technology used in the 

delivery of end to end service, and often involves seeking advice from the specialists involved in 

resource capacity management.  

Component capacity management: The focus in this sub-process is the management of the 

individual components of the IT infrastructure. It is responsible for ensuring that all 

components within the IT infrastructure that have finite resource are monitored and measured, 

and that the collected data is recorded, analysed and reported. As necessary, action must be 

taken to manage the available resource to ensure that the IT services that it supports meet the 

business requirements. 
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Iterative activities (performance management) 

 

..Analysis  

..Tuning ï Modifications made for better utilisations of current infrastructure (under the control 

of change management)  

..Implementation  

..Monitoring  

Other capacity activities  

..Demand management ï Aims to influence the use of capacity, perhaps by incentive or penalty, 

in circumstances where unmanaged demand is likely to exceed the ability to deliver. 

Demand management is achieved by assigning resources according to priorities.  

..Application sizing ï Determining the service level, resource and cost implications of any new 

application or any major addition or enhancement to an existing application.  

..Modelling ï A set of tools and techniques used to predict the performance of a specified system 

under a given volume and variety of work. Modelling is used to predict the availability and 

performance of services.  

..Capacity management database ï Used by all activities in the process for storage of capacity 

data e.g. technical, business, financial, service and utilization data.  

..Capacity plan ï development and maintenance ï the capacity plan predicts demand for IT 

services and outlines the resources needed to meet this. It will contain costed possible scenarios 

for IT services together with a recommended option. 
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Availability management  

Why have availability management?  

Gartner research shows that people and/or process failures directly cause an average of ̷̿́ of 

mission critical application service downtime. The other ̷̹́ is caused by technology failure, 

environmental failure or a disaster. The complexity of todayôs IT infrastructure and applications 

makes high availability systems management difficult. Applications requiring high levels of 

availability must be managed with operational disciplines (including network monitoring, 

systems management activities etc.) to avoid unnecessary and potentially devastating outages.  

The objectives of availability management  

To optimise the capability of the IT infrastructure, services and supporting organisation to 

deliver a cost effective and sustained level of availability that enables the business to satisfy its 

organisationôs objectives.  

The activities of availability management  

Proactive activities  

..Ensure that appropriate design and planning of availability takes place for all new services  

..Planning, design and improvement of availability  

..Providing cost effective availability improvements that can deliver business and customer 

benefits  

..Ensuring agreed level of availability is provided  

..Produce and maintain an availability plan  

Reactive activities  

..Monitoring, measuring, analysis and management of all events, incidents and problems 

involving unavailability  

..Continually optimise and improve availability of IT infrastructure services  

..Assisting security and ITSCM in the assessment and management of risk  
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..Attending CAB as required  

Determining availability requirements  

Input from service level management. The Service Level Manager discusses with the client what 

their needs for service are (service level requirements). Based on these requirements, the 

Availability Manager can determine the availability requirements.  

Determining vital business functions (VBFôs)  

Some organisationôs processes are more critical than others. IT systems that support VBFs 

should have higher availability expectations and the appropriate systems and support to achieve 

and sustain these higher levels at critical times which have been agreed and documented in the 

SLA.  

Business impact analysis  

A formal analysis of the affect on the business, if a specific set of IT services are not available. It 

will also identify the minimum set of services that an organisation will require to continue 

operating.  

..Risk analysis management (input for IT service continuity management) ï this activity 

involves trying to identify the impact to the business of service unavailability. It is part of 

our risk analysis and risk management activities. The outcomes of these activities are 

utilised in various processes: availability management, IT service continuity management 

and information security management.  

Defining availability, reliability and maintainability targets  

Input for Service Level Agreements (SLAs) and other contracts. Based on the first three steps, 

we are now ready to create the achievable and sustainable availability targets. In order to do 

this, we need to get input from all technical areas within the IT group. (as well as suppliers). 

Monitoring and trend analysis  

..MTBF (Mean Time between Failures)  

..MTBSI (Mean Time between System Incidents)  

..MTRS (Mean Time to Restore Services)  

..Planned downtime, unscheduled downtime, extended (excess) downtime  

..Frequent (scheduled) backups  

Root cause analysis of low availability  

..Relationship with the problem management process  

Producing and maintaining an availability plan ï This plan has to be updated at least once 

every year!  

Reporting  

The techniques of availability management  

..SOA ï Service Outage Analysis  

..SPOF Analysis ï Single Point of Failure Analysis  

..CFIA ï Component Failure Impact Analysis  

..TOP ï Technical Observation Post  

..CRAMM ï CCTA Risk Analysis Management Method  
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..FTA ï Fault Tree Analysis  

The terminology of availability management  

Availability : Key indicator of the service provided. It should be defined in the Service Level 

Agreement.  

Reliability : Reliability of the service is made up out of the reliability of service components and 

the resilience of the IT infrastructure.  

Serviceability: Contractual arrangements with third parties in regards to maintenance.  

Maintainability : The ability of the IT group to maintain the IT infrastructure in operational state 

and available according to the agreed service levels.  

Security: Confidentiality, Integrity and Availability (CIA) of data.  

Resilience: The ability of individual components to absorb or be flexible in times of stress.  

Availability relationship with other processes  

The connection between incident management (detection), problem management (diagnosis), 

change management (repair time) and availability management is shown in the following 

diagram: 

 

The following metrics are commonly used in availability management:  

..Mean Time to Restore Services ï MTTRS: average time between the occurrence of a fault and 

service recovery (or the downtime)  

..Mean Time Between Failures ï MTBF: mean time between the recovery from one incident and 

the occurrence of the next incident  

..Mean Time Between System Incidents ï MTBSI: mean time between the occurrences of two 

consecutive incidents. The MTBSI = MTTR + MTBF  

The ratio of MTBF to MTBSI shows if there are many minor faults or just a few major faults. 

Availability reports may include the following metrics:  

..Rate of availability (or unavailability) in terms of MTRS, MTBF and MTBSI  

..Over all uptime and downtime, number of faults  
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..Additional information about faults which actually, or potentially, result in a higher than 

agreed unavailability  

IT service continuity management  

Why have IT service continuity management?  

As technology is a core component of most business processes, continued or high availability of 

IT is critical to the survival of the organisation as a whole. This is achieved by introducing risk 

reduction measures and recovery options. Like all elements of ITSM, successful implementation 

of ITSCM can only be achieved with senior management commitment and the support of all 

members of the organisation. Ongoing maintenance of the recovery capability is essential if it is 

to remain effective. The purpose of ITSCM is to maintain the necessary ongoing recovery 

capability within the IT services and their supporting components.  

The objectives of IT service continuity management  

The objective for ITSCM is to support the overall business continuity management process by 

ensuring that the required IT technical and services facilities (including computer systems, 

networks, applications, telecommunications, technical support and service desk) can be 

recovered within required, and agreed, business timescales.  

The activities of IT service continuity management 

 

The diagram, on the previous page, shows the four stages of ITSCM, incorporating each of the 

activities that take place to ensure that IT organisations are as prepared and organised as possible 

in the event of a disaster situation. Stage  ̸is really an activity that has to be done by the business, 

so IT can figure out what it is that BCM do? The IT organisation has to provide details with how 
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they will support this BCM by the continuation of delivery of IT services in times of crisis and 

disaster.  

Two of the major data sources for ITSCM are developed within requirement and strategy, 

including business impact analysis and risk assessment.  

Stage ̸ : initiation  

..Link with business continuity plan  

..Policy setting  

..Terms of reference and scope  

..Allocate resources  

Stage ̹ : requirements and strategy  

..Input from availability management and security management (risk assessment)  

..Business impact analysis  

..Discuss recovery options (link to SLM)  

Stage ̺ : implementation  

..Write continuity plans, including:  

zzEmergency response plan  

zzDamage assessment plan  

zzSalvage plan  

zzCrisis management and PR plan  

..Implement standby arrangements  

..Implement recovery options  

..Test the plans  

..Develop and implement procedures and working instructions 

Stage ̻ : operational management  

..Link ITSCM to change management to keep plans and recovery options up to date  

..IT staff need to be aware and trained to use the plans  

..Continuous improvement of the process through review and testing  

Risk analysis technique  

Risk Analysis and Management Method (CRAMM) ï a phased approach:  

..Identify components  

..Analyse the threats  

..Assess the vulnerabilities  

..Evaluate threats and vulnerabilities to provide an estimate of the risks 

The terminology of IT service continuity management  

Recovery options:  

Do nothing: sometimes the business can function without this service.  

Manual work around : administrative actions, takes lot of resource to enter data back into 

systems.  
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Reciprocal arrangements: agree to use the infrastructure of another organisation, especially 

for batch processing. 

Gradual recovery (cold standby): an empty room available (in house or outsourced service), 

mobile or fixed, where IT infrastructure can be rebuilt. (Takes longer than ̾  ̹hours to recover).  

Intermediate recovery (warm standby): a contract with a third party/supplier recovery 

organisation to use their infrastructure in a contingency situation. Backup tapes should be 

available at the crisis site at all times. (Takes ̹  ̻to ̾  ̹hours to recover).  

Fast recovery (hot standby): this option (sometimes referred to as hot standby) provides for fast 

recovery and restoration of services, and is sometimes provided as an extension to the 

intermediate recovery provided by a third party recovery provider.  

Where there is a need for a fast restoration of a service, it is possible to rent floor space at the 

recovery site and install servers or systems with application systems and communications already 

available, and data mirrored from the operational servers. In the event of a system failure, the 

customers can then recover and switch over to the backup facility with little loss of service. (This 

typically involves the re-establishment of the critical systems and services within a ̹  ̻hour 

period).  

Immediate recovery (also known as hot standby): a full duplication of system (minus 

components) for instantaneous recovery. This option (also often referred to as hot standby, 

mirroring, and load balancing or split site) provides for immediate restoration of services, with 

no loss of service. For business critical services, organisations requiring continuous operation 

will provide their own facilities within the organisation, but not on the same site as the normal 

operations. Sufficient IT equipment will be dual located in either an owned or hosted location 

to run the complete service from either location in the event of loss of one facility, with no loss 

of service to the customer. The second site can then be recovered whilst the service is provided 

from the single operable location. This is an expensive option, but may be justified for critical 

business processes or VBFs where non-availability for a short period could result in a 

significant impact, or where it would not be appropriate to be running IT services on a third 

partyôs premises for security or other reasons. The facility needs to be located separately and 

far enough away from the home site, that it will not be affected by a disaster affecting that 

location. However, these mirrored servers and sites options should be implemented in close 

liaison with availability management, as they support services with high levels of availability. 

Information security management  

Why have information security management?  

ISM needs to be considered within the overall corporate governance framework. Corporate 

governance is the set of responsibilities and practices exercised by the board and executive 

management, with the goal of providing strategic direction, ensuring the objectives are achieved, 

ascertaining the risks are being managed appropriately and verifying that the enterpriseôs 

resources are used effectively. Information security is a management activity within the 

corporate governance framework, which provides the strategic direction for security activities 

and ensures objectives are achieved. It further ensures that the information security risks are 

appropriately managed and that enterprise information resources are used responsibly. The 
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purpose of ISM is to provide a focus for all aspects of IT security and manage all IT security 

activities.  

The term information is used as a general term and includes data stores, databases and metadata. 

The objective of information security is to protect the interests of those relying on information, 

and the systems and communications that deliver the information, from harm resulting from 

failures of availability, confidentiality and integrity.  

The objectives of information security management  

The goal of the information security management process is to align IT security with 

organisation security and ensure that information security is effectively managed in all service 

and service management activities.  

Security objectives in most organisations are met when:  

..Information is available and usable when required, and the systems that provide it can 

appropriately resist attacks and recover from or prevent failures availability  

..Information is observed by, or disclosed, to only those who have a right to know 

(confidentiality)  

..Information is complete, accurate and protected against unauthorised modification (integrity)  

..Business transactions, as well as information exchanges between partners, can be trusted 

(authenticity and non-repudiation) 

Security controls  

Preventive  

..Preventing security incidents from occurring  

Reductive  

..Taking action to reduce the damage caused by security incidents  

Detective  

..Detecting security incidents quickly  

Repressive  

..Preventing further occurrences of a specific security incident  

Corrective  

..Having tested plans to recover from security incidents  

The activities of information security management  

..Production, review and revision of an overall information security policy and a set of 

supporting specific policies  

..Communication, implementation and enforcement of the security policies  

..Assessment and clarification of all information assets and documentation  

..Implementation, review, revision and improvement of a set of security controls and risk 

assessment and responses  

..Monitoring and management of all security breaches and major security incidents  

..Schedule and completion of security reviews, audits and penetration tests 

 



/2 

 

 

The information security policy  

..This covers all areas of security, including: 
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This must be followed by everyone!  

Information security management terminology  

Confidentiality ï protecting information against unauthorised access and use.  

Integrity ï accuracy, completeness and timeliness of the information.  

Availability ï the information should be accessible at any agreed time. This depends on the 

continuity provided by the information processing systems.  

Security baseline ï The security level adopted by the IT organisation for its own security, and 

from the point of view of good due diligence.  

Security incident ï any incident that may interfere with achieving the SLA security requirements; 

materialisation of a threat.  

Verifiability ï ability to verify that information is used correctly and that security measures are 

effective.  

Security baseline ï the security level adopted by the IT organisation for its own security and from 

the point of view of good due diligence.  

Information security management relationship with other ITIL processes  

..Information security management sets policy for all other processes  

..Availability management performs risk assessment for Confidentiality, Integrity and 

Availability (CIA) on Data. Security management uses this information for IT security  

..Change management and release management implement changes regarding security 

measures and security policy  

..Service level management has security measures as part of a service catalogue, SLAs and 

other SLM documents  

..Access management helps to protect the confidentiality, integrity and availability (CIA) of assets; 

therefore it is the execution of policies and actions defined in information security and availability 

management 

Supplier management  

Why have supplier management?  

The supplier management process ensures that suppliers and the services they provide are managed 

to support IT service targets and organisation expectations.  

It is essential that supplier management processes and planning are involved in all stages of the 

service lifecycle, from strategy and design, through transition and operation, to improvement. The 

complex organisation demands require the complete breadth of skills and capability to support 

provision of a comprehensive set of IT services to a business. Therefore, the use of value networks 

and the suppliers (and the services they provide) are an integral part of any end to end solution. 

Suppliers and the management of suppliers and partners are essential to the provision of quality IT 

services.  

The purpose of the supplier management process is to obtain value for money from suppliers and 

to ensure that suppliers perform to the targets contained within their contracts.  

The objectives of supplier management  
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The goal of the supplier management process is to manage suppliers and the services they 

supply, to provide seamless quality of IT service to the organisation, ensuring value for money is 

obtained.  

The main objectives of the supplier management are to:  

..Obtain value for money from suppliers and contracts  

..Work with SLM to ensure UCs support and are aligned with business needs, SLRs and SLAs  

..Negotiate and agree UCs and manage through their lifecycle  

..Manage supplier relationships and performance  

..Maintain a supplier policy and a Supplier and Contract Database (SCD) 

 

 

The activities of supplier management  

All supplier management process activity should be driven by service strategy and policy. In order 

to achieve consistency and effectiveness in the implementation of the policy, a Supplier and 

Contract Database (SCD) should be established.  

Ideally, the SCD should form an integrated element of the larger service knowledge management 

system, recording all suppliers and contract details, together with the types of service, products etc 

provided by each supplier, and all the other information and relationships with other associated 

CIs.  

This will also contribute to the information held in the service portfolio and service catalogue. The 

information within the SCD will provide a complete set of reference information for all supplier 

management procedures and activities. 
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Although supplier management is firmly placed within the service design Phase of the lifecycle, 

some of the activities are carried out in the other lifecycle phases too.  

..Supplier categorisation and maintenance of the SCD (occurs within the service design phase)  

..Evaluation and setup of new Suppliers and contracts (occurs within the service design phase)  

..Establishing new suppliers (occurs within the service transition phase)  

..Supplier and contract management and performance (occurs within the service operation 

phase)  

..Contract renewal and termination (occurs within the service operation phase) 

The terminology of supplier management  

UC: Underpinning Contract.  

SCD: Supplier and Contract Database.  

SLR: Service Level Requirements.  

SLA: Service Level Agreement.  

SSIP: Supplier Service Improvement Plans ï used to record all improvement actions and plans 

agreed between suppliers and service providers.  

Supplier service reports: feedback gathered from all individuals that deal directly with 

suppliers. Results are collated and reviewed by supplier management, to ensure consistency in 

quality of service provided by suppliers in all areas. These can also be published in league tables 

to encourage competition between suppliers.  

Shared risk and reward: e.g. agreeing how investment costs and resultant efficiency benefits 

are shared, or how risks and rewards from fluctuations in material costs are shared.  

Supplier and contract review meetings: all details are recorded in meeting minutes.  

Supplier and contract performance reports: used as input for the supplier and contract review 

meetings to manage the quality of the service provided by suppliers and partners. This should 

include information on shared risk, when appropriate. 

Service catalogue management  


